


United States Department of State
Washington, D.C. 20520

JUN D S 200

UNCLASSIFIED

M. A. Brilakis

Deputy Commandant
(Manpower and Reserve Affairs)
United States Marine Corps
3280 Russell Road

Quantico, VA 22134-5103

Dear Deputy Commandant Brilakis:

The Department of State acknowledges receipt of your letter conveying the
Commandant of the Marine Corps’ (for the Secretary of the Navy) approval of a
request by (b)(6), (b)(7)(C)

(b)(6), (0)(7)(C)
(b)(6), (b)(7)(C) in the United Arab Emirates.

On behalf of the Secretary of State, I approve this request pursuant to 37
U.S.C. § 908 and 22 C.F.R. § 3a. Please inform the applicant of this
determination.

Sincerely,

(b)(6). (b)(7)(C)

Eric Geelan
Deputy Director
Office of International Security Operations
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Pages 5 through 7 redacted for the following reasons:

(0)(5), (b)(8), (B)(7)(C)



Foreign Government Employment Questionnaire

Identification
Name (Last, First, Middie Initial): (b)(6), (B)(7)(C)

Physical Address (also include mailing nddress, if different):

(b)(6), (b)(7)(C)

Phone Number: (B)6), (B)7)C)

Military Retirement Effective Date: (0)(6), (O)(7)(C)
Rank/Rate (at retirement): (B)(6). (b)(7)(C)
SSN (last four digits) (0)(6), (b)(7)(C)

Location of proposed employment:
(b)(6), (b)(7)(C) United Arab Emirates

Questions (Please use additional sheets if necessary)

1. Who is your proposed employer and how are they connected to a foreipn government?

(b)(6), (b)(7)(C)

2. Whalt is your proposed job title? (b)(6), (b)(7)(C)

3. What will your duties involve? Attach job description, if available. Job description
attached.

4. Will you be paid for duties performed? If yes, please provide an explanation of wages (lo
include amount of pay) and how your level of pay will be affected by the foreign povernment
with which you will be working. (b)(6), (b)(7)(C)

(b)(6). (b)(7)(C)
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(b)(6), (B)(7)(C)

5. Are youa U.S. Citizen? (b)(6), (b)(7)(C)

6. Will you be required or are you planning to exccute an oath of allegiance to the foreign
government with which you will be working, alter your U.S. citizenship status or obtain
foreipn citizenship? (b)(6), (B)(T)(C)

(b)(6). (b)(7)(C)
7. What is the highest U.S, security clearance that you have held? (b)(6), (b)(7)(C)
(b)(6), (b)(7)(C)

8. What is the highes! level of classified material to which vou have been pranted access?o)(6), (b)(7)(C)
(b)(6), (b)(7)(C)

9. Have you had access to Special Access Programs? (0)(6). (B)7)(C)

10. Will you be working with classified information as part of your foreign employment? If yes,
please explain. No I will not be working with classified information.

11. Have you ever worked on matters involving this foreign country as part of your uniformed
service duties? If yes, please explain. (b)(6), (b)(7)(C)

(b)(6), (0)(7)(C)

12. Have you held any positions in the uniformed service that are relevant to your employment
with the foreign government? If yes, pleasc explain, (b)(6), (b)(7)(C)

(b)(6), (b)(7)(C)

13. Have you had access to technical data (classified, unclassified, or sofiware) related 1o the
design, development, production, manufacture, ctc. of defense articles? If yes, please
describe ways in which such information may be of use in your potential job. Ifapplicable,
has your employer or have you applied for and received an export license for the defense
services that you are offering? (b)(6), (b)(7)(C)

(b)(6), (0)(7)(C)

ZI'H';':TF_'



Acknowledgement

| hereby acknowledge that [ am unaware of any reason why the above described foreign
employment would be inadvisable or reflect unfavorably on the United States.

I nlso acknowledpe and undersiand that my retired or retainer pny may be held equal 1o the

amount received from the foreign government if | accept employment before obtaining proper
approval.

| affirm that the above questions have been reviewed carefully and answered fully to the bes! of
mv knowledse.

(b)(6), (b)(7)(C)

" Retiree Signature 4 4 Date
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(b)(6), (0)(7)(C)












] Dec. No.
(0)(6), (b)(7)(C) JOB DESCRIPTION Revision No.:

Date:

1. JOB DETAILS

Job Title: (b)(€), B)(7)(C) Job Grade: | TBD

Reports to:

Function: (b)(6), (b)(7)(C)

Department:

2. JOB OBJECTIVE

(b)(6), (b)(7)(C)

3, JOB DIMENSIONS

Direct Reports:
Total:

Number of staff supervised:

_ 4. KEY ACCOUNTABILITIES
Description

(b)(6), (b)(7)(C)

(b)(6), (B)(7)(C)

Pagetold
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Dogc. No.

(b)(®). (B)(7)(C) JOB DESCRIPTION Revision No.!
Date:
[ Line Manager/ Function Head o
(b)(6). (b)(7)(C)
Human Rmu_:“rc-ss: - S B
Signature Dale

Pagedofd







United States Department of State

Bureaw of Political-Military Affairs

Washington, DC 20520-6817

September 7, 2018

Lieutenant General Michael A. Rocco

Deputy Commandant for Manpower and Reserve Aflairs
Headquarters United States Marine Corps

3280 Russel Road

Quantico. Virginia 22134-5103

Deputy Commandant Rocco:

The Department of State acknowledges receipt of your letter conveying the Secretary of the
Navy’s approval of a request from (b)), (B)(7)(C)
b)®6), d)teyaceept civil employment with the Swedish (b)(6), (b)(7)(C)

(b)(6), (b)(7)(C)

The Secretary of State approves this request under the provision of Section 908, Title 37, United
States Code. and pursuant to 22 C.F.R. § 3a5. Please inform the applicant of this determination.

My bureau’s Directorate of Defense Trade Controls (DDTC) notes that some of  (b)(6), (0)(7)(©)
proposed activities (as described in the FGE package) may be considered defense services under
the International Traffic in Arms Regulations (ITAR) and may require prior authorization from
DDTC. (v)e), )7)c) should carefully review 11 AR section 120.9 to make this determination.

Following a review ol ITAR section 120.9, (b)), (0)(7)(c) may submit to DDTC a written request
for an advisory opinion pursuant to ITAR Section 126.9 regarding whether these activities would
constitute defense services under the ITAR. and whether the related authorization requirements
would apply. To enable DDTC to issue such an advisory opinion. the request should include
significantly more detailed information about the scope and details of the proposed activities,
More information, including the ITAR and the relevant mailing address, can be found on
DDTC's website: www.pmdte.state.zov.




(6)(©), (B)T)(C)




(b)(6), (b)(7)(C)

(b)(6), (b)(7)(C)

(b)(6), (b)(7)(C)

(b)(6), (b)(7)(C)
(b)(6), (b)(7)(C)
(b)(6), (b)(7)(C)

(b)(6), (b)(7)(C)

(b)(6), (b)(7)(C)

(b)(6), (b)(7)(C)

(b)(6), (b)(7)(C)

(b)(6), (b)(7)(C)
(b)(6), (b)(7)(C)



FOR-—OFFICIALUSE ONELY— PRIVAEY SERSITIVE
ANY MISUSE OR UNAUTHORIZED DISCLOSURE MAY RESULT IN CIVIL AND/OR CRIMINAL PENALTIES

DEPARTMENT OF THE NAVY
HENDQUARTERS UNITED STATES MARINZ CORPS
3000 MARINE CORPS PENTAGOMN
WASHINGTON, DC 20350-3000
IN REPLY REFER TO:

5500
§S0/00566

[JuL 09 2018

From: Special Security Officer, Intelligence Department
To: Deputy Commandant, Manpower and Reserve Affairs

Subj: REDUEST FOR FOREIGN CIVIL EMPLOYMENT IN CASE OF: (b)(6), (b)(7)(C)
UsSMC (RETIRED)

Ref: (a) 37 USC 908 - Sec. 908. Employment of reserves and retired members
by Foreign governments

Ul (b)(6), (b)(7)(C) retired in (b)®6), ()(7)c) Erom the U.E5, Marine
Corps and reguested permission in June 2018 under the Foreign Ownership,
Contrel or Influence (FOCI) program for employment as (b)(6), (b)(7)(C)

(b)E), 7))  the Swedish (b)(6), (b)(7)(C)

Z. (b)(6), (b)(7)(C) requires a FOCI approval and legal authority as required
by reference (a), for employment with Swedish (b)(6), (b)(7)(C)

(b)(6), (0)(7)(C)

(b)(6), (b)(7)(C) The Departmant of Defense
Consolidated Adjudications Facility (DOD CAF) will require a new security
clearance investigation and adjudication prior to sccess to 0.S. classified
information,

3. It is my opinian that ()6), (b)(7)(C) could be approved as (b)(6), (b)(7)(C)

with the Swedish (b)(6), (b)(7)(C)

4. Point of contact at Headguarters, U.5. Marine Corps, Special Security

Office is or hgme_ssoBusmc.mil.
(b)(6), (b)(7)(C) e

Copy to:

Files

FOROFFICIAL USE ONET — PRIVACY SENSITIVE
ANY MISUSE OR UNAUTHORIZED DISCLOSURE MAY RESULT IN CIVIL AND/OR CRIMINAL PENALTIES
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(b)(6), (B)(7)(C)









(b)(6), (b)(7)(C)
Signature Date
Please sign one of the two statements below regarding your security clearance status or eligibiiity. If

you are unable to certify the truth of one of the two statements below, please provide an
explanation.

1 certify that I currently hold an active United States security clearance.

(b)(6), (b)(7)(C)

Signature Date

I certify that my United States security clearance has expired, but prior to its expiration, my U.S.
security clearance was never suspended or revoked, nor was my eligibility for a U.S. security clearance
ever withdrawn. (b)(6), (b)(7)(C)

(b)(6), (b)(7)(C)

Signature Date

If vou are unable to certifv one of the two statements above, please explain here:

(b)(6), (b)(7)(C)



(b)(6), (0)(7)(C)



11. These restrictions are consistent with and do not supersede, conflict with, or otherwise alter the employee abligations, rights, or
liabilities created by Executive Order No. 13526 (75 Fed. Rag. 707), or any successor therafo saction 7211 of tile 5, Uniled States
Code (governing disclosures to Congress); section 1034 of titie 10, United States Code, as amended by the Military Whistieblower
Proteclion Act (goveming disclosure to Congress by members of the military): section 2302(b) (8) of titie 5, United States Code, as
amended by the Whistieblower Protection Act of 1989 (goveming disclosures of illegality, waste, fraud , ebuse or public health or
safely threatls); the Intslligence !dantilies Protection Act of 1982 (50 U.S.C. 421 et seq.) (goveming disclosures that could expose
confidentiat Govemnmaent agents); sections 7(c) and BH of the Inspector General Act of 1978 (5 U.S.C. App.) (relating to disclosures to
an inspector general, the inspectors general of the Intelligence Community. and Congress); section 103H(g)(3) of the National Security
Act of 1847 (50 U.S.C. 403-3h{g)(3) (relating to disclosures to the inspector general of the Intelligence Community); sections 17({d)}{5)
and 17(e)(3) of the Central Intelligence Agency Act of 1949 (50 U.S.C. 403g(d)(5) and 403q(e}(3)) (relating to disclosures to the
Inspector General of the Central Intelligence Agency and Congress), and the statutes which protect against disclosure that may
compromise the national security, including sections 641, 793, 794, 798, *952 and 1924 of title 18, United States Code, and "section 4
(b} of the Subversive Activities Control Act of 1350 (50 U.S.C. section 783(b)). The definitions, requirements, obligations, rights,
sanctions, and liabilities created by said Executive Order and listed statutes are incorporated into this agreement and are controliing.

12. | have read this Agreement carefully and my questions, if any, have been answered. | acknowledge that the briefing officer has
made avallable to me the Executive Order and statutes referenced in this agreement and its implementing regulation (32 CFR Parnt
2001 , section 2001 .80(d}(2} ) so that | may read them at this time, if | so choose.

* NOT APPLICABLE TO NON-GOVERNMENT PERSONNEL SIGNING THIS AGREEMENT.

(b)(6). (b)(7)(C)

ORGANIZATION (IF CONTRACTOR, LICENSEE, GRANTEE OR AGENT, PROVIDE: NAME. ADDRESS, AND, IF APPLICABLE, FEDERAL SUPPLY CODE
NUMBER) (Type or print)

WITNESS ACCEPTANCE
THE EXECUTION OF THIS AGREEMENT WAS WITNESSED THE UNDERSIGNED ACCEPTED THIS AGREEMENT
BY THE UNDERSIGNED. ON BEHALF OF THE UNITED STATES GOVERNMENT,

(b)(6), (b)(7)(C)

SECURITY DEBRIEFING ACKNOWLEDGEMENT

| reaffirm that the provisions of the espionage laws, other federal criminal laws and executive orders applicable to the safeguarding of classified
information have been made available to me; that | have retumed all dassified information in my custody; that | will not communicate or transmit
classified Information 1o any unauthorized person or organization; that | will promptly report to the Federal Bureau of Investigation any attempt by an
unauthorized Persgn fo solicit dassified information, and maW) (have-nen (strike out inappropriate word or words) recelved a sacurity dabriefing.

(b)(6), (b)(7)(C)

disclogure is mandatory or voluntary, by what authority such information is solicited, and whbt uses will ba made of the information. You ane hereby
advised that authority for soliciting your Social Security Number (SSN) is Public Law 104-134 {April 26, 1988). Your SSN will ba used to identify you
pracisely when it is necessary to certify that you have access to the information Indicated above or to determine that your access to the information
indicated has heen tarminated. Fumishing your Social Security Number, as wall as other data, is voluntary, but failure to do so may delay or prevent you
being granted access to clessified Information.

STANDARD FORM 312 BACK (Rav. 7-2013}



12 june, 2018

From: (b)(6), (b)(7)(C)

To:

Subj: REQUEST FOR FOREIGN GOVERNMENT EMPLOYMENT AFTER RETIREMENT

1. Respectfully request a waiver from the prohibition of foreign employment of
retired personnel.

. I wish to gain employment as (b)(6), (b)(7)(C)

2
(b)(6). (b)(7)(C)

3. (b)(6), (b)(7)(C)

(b)(6), (b)(7)(C)
(b)), (D)(T)(C)

(b)(6). (b)(7)(C)
5. (b)(6), (b)(7)(C)

(b)(6). (b)(7)(C)
6. 1am available for further information on this position at

(b)(6). (b)(7)(C)






United States Department of State

Washington, D.C. 20520

UNCLASSIFIED

MAR 3 1 20i7
Mr. M. A. Brilakis
Deputy Commandant for Manpower and Reserve Affairs
Headquarters United States Marine Corps
3280 Russel Road
Quantico, Virginia 22134-5103

Dear Deputy Commandant Brilakis:

The Department of State acknowledges receipt of your letter conveying the
Secretary of the Navy’s approval of a request from (b)(6), (b)(7)(C)
(b)(6), (b)(7)(C) to accept civil employment as (b)(6), (b)(7)(C)
(b)(6). (0)(7)(C)
Kingdom of Saudi Arabia.

The Secretary of State approves this request under the provision of Section 908,
Title 37. United States Code, and pursuant to 22 C.F.R. § 3a.5. Please inform the
applicant of this determination.

Additionally, please inform the applicant (i), o)rrmains independently
responsible for complying with United States export laws and regulations and for
obtaining appropriate clearances for access to classified information provided by the
foreign government employer. Further, continuing approval under the Emoluments
Clause is contingent on the applicant fulfilling his independent obligations relating to the
use of classified materials.

Sincerely,
(b)(6). (0)(7)(C)

David L. Henifin
Lirector, OUftice of State-Detense Integration
Bureau of Political-Military Affairs

UNCLASSIFIED



(b)(6), (B)(7)(C)

(b)(6), (0)(7)(C)

(b)(6). (B)(7)(C)

(b)(6), (b)(7)(C)
(b)(6), (b)(7)(C)

(b)(6), (0)(7)(C)

(b)(6), (b)(7)(C)

(b)(6), (0)(7)(C)

(b)(6), (b)(7)(C)

(b)(6), (b)(7)(C)



FOR OFFICTAL USE ONLY — PRIVACY SENSITIVE
ANY MISUSE OR UNAUTHORIZED DISCLOSURE MAY RESULT IN CIVIL AND/OR CRIMINAL PENALTIES

DEPARTMENT OF THE NAVY
HEADQUARTERS UNITED STATES MARINE CORPS
3000 MARINE CORPS PENTAGON

WASHINGTON, DC 20350-3000
1t REFLY RLFER T2:

5500
I105/U0624

DEC 19 2015

Fm: Special Security Officer, Headquarters U.S. Marine Corps,
Intelligence Department, Washington DC
To: DC, M&RA, Washington DC

Subj: REQUEST FOR FOREIGN CIVIL EMPLOYMENT ICO: (b)(6), (B)(7)(C)
RETIRED

Ref: (a) 37 USC 908 - Sec. 908. Employment of reserves and retired members
by Foreign governments

1. )®), b)7)(C) retired from the U.S. Marine Corps in (b)), (b)(7)(C) and in
November 2QB)), (b)(Béajuested permission under the Foreign Ownership, Control or
Influence (FOCI)} program for employment as (b)(6), (b)(7)(C)
(b)(6), (b)(7)(C) Kingdom of Saudi
Arabia (KSA) (b)(6). (0)(7)(C)
(b)(6), (b)(7)(C)

2. (b)6), (b)(7)(C) requires a FOCI approval and legal authority as required by

reference (a), for employment with (0)(6), (b)(7)(C) duties
will not require access to U.S. classified information. (b)(6), (b)(7)(C)
(b)(6). (0)(7)(C)
(b)(6), (b)(7)(C) The Department of Defense

Consolidated Adjudications Facility (DOD CAF) will reguire a new
investigation before access to U.S. classified information is granted.

3. It is my opinion that (b)(6), (b)(7)(C)ceuld be approved as (b)(6), (b)(7)(C)
(b)(6), (b)(7)(C) with KSA.
4. Point of contact at Headquarters, U.S. Marine Corps, Special Security
Office is or hgmc_sso@usmc.mil.
(b)(6), (b)(7)(C)
Copy to: )
Files

ANY MISUSE OR UNAUTHORIZED DISCLOSURE MAY RESULT IN CIVIL AND/OR CRIMINAL PENALTIES
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(b)(6), (b)(7)(C)

| hereby acknowledge that | am unaware of any reason why the above described
foreign employment would be inadvisable or reflect unfavorably on the United States. |
also acknowledge and understand that my retired or retainer pay may be withheld equal
to the amount received from the foreign government if | accept employment before
obtaining proper approval. | affirm that the above questions have been reviewed
carefully and answered fully and correctly to the best of my knowledge.

(b)(6), (b)(7)(C)

Signature Date



CLASSIFIED INFORMATION NONDISCLOSURE AGREEMENT

AN AGREEMENT BETWEEN (b)(6), (b)(7)(C) AND THE UNITED STATES

(Wame of Individual - Pninted or lyped)

1. Intending to be legally bound | hereby accept the obligations contained In this Agreement in consideration of my being granted
access to classified information. As used in this Agreement, classified information is marked or unmarked classified information,
including oral communications, that is classified under the standards of Executive Order 13526, or under any olher Executive order or
statute that prohibits the unauthonized disclesure of information in the interest of national secunty. and unciassified information that
meets the standards for classification and is in the process of a classification determination as prowvided in sections 1,1, 1.2, 1.3 and
1.4(e) of Executive Order 13528, or under any other Executive order or statute that requires protection for such information in the
interest of national security. | understand and accept that by being granted access to classified information, special confidence and
trust shall be placed in me by the United States Government,

2. | hereby acknowledge that | have received a security indoctrination concerming the nature and protection of classified infermation,
including the procedures to be followed in ascertaining whether other persons to whom | contemplate disclosing this information have
been approved for access (o it, and that | understand these procedures.

3. | have been advised that the unauthonzed disclosure, unauthorized retention, or negligent handling of classified information by me
could cause damage or irreparable injury to the United States or could be used o advantage by a foreign nation. | hereby agree that |
will never divulge classified information to anyone unless: (a) | have officially verified that the reciplent has been properly authonzed by
the United States Government to receive it; or (b) | have been given prior written notice of authorization from the United States
Government Departrnent or Agency (hereinafter Depariment or Agency) responsible for the classification of information or last granting
me a security clearance that such disclosure is permitted. | understand that if | am uncertain about the classification status of
informatian, | am required lo confirm from an authorized official that the information is unciassified before | may disclose it, exceptto a
person as provided In (a) or (b), above, 1 further undarstand that | am obligated to comply with laws and regulations that prohibit the
unauthorized disclosure of classified information.

4, | have been advised that any breach of this Agreement may result in the termination of any security clearances | hold, removal from
any position of special confidence and trust requiring such clearances; or termination of my employment or other relationships with the
Departments or Agencies that granted my security clearance or clearances In addition, | have been advised thal any unauthorized
disclosure of classified information by me may conslitute a violation, or violations, of United States criminal laws, including the
provisions of sections 641, 793, 794, 798, *952 and 1924, title 18, United States Code, “the provisions of section 783(b}, title 50,
United Stales Code, and the provisions of the Intelligence Identities Protection Act of 1982. 1 recognize that nothing in this Agreement
constitutes & waiver by the United States of the right to prosecute me for any stalutory violation.

5. | hereby assign to the United States Government all royalties, remunerations, and emaluments that have resulted, will result or may
result from any disclosure, publication, or revelation of classified information not consistent with the terms of this Agreement.

6 | understand that the United States Government may seek any remady available to it to enforce this Agreament Including, but not
limited to, application for a court order prohibiting disclosure of information in breach of this Agreement.

7. | understand that all classified information to which | have actess or may obtain access by signing this Agreement Is now and will
remain the praperty of ar under the control of the United States Government unless and until otherwise determined by an authorized
official or final ruling of a court of law. | agree that | shall return all classified materials which have, or may come into my possession or
far which | am responsible because of such access' (a) upon demand by an authorized representative of the United States
Govermnment, (b) upon the conclusion of my employment or other relationship with the Department or Agency thal last granted me a
sacunty clearance or that provided me access lo classified Information; or (c) upon the conclusion of my employment or other
relationship that requires access lo classified infarmalion. If | do not return such materials upon request | undarstand that this may be
a violation of sections 793 and/or 1924, title 18, United States Code. a United States criminal law.

B, Unless and until | am released in wnting by an authonzed representative of the United States Govermment, | undersiand that all
canditions and obligatons imposed upon me by this Agreement apply during the time | am granted access lo classified information,
and at all times thereafier.

9. Each provizion of this Agreement is severable, If a court should find any provision of this Agreement to be unenforceable, all other
provisions of this Agreement shall remain in full force and effect,

10. These provisions are consistent with and do not supersede, conflict with, or otherwise alter the eamployee obligations, nights, or
liabilities created by exIsting statute or Executive order relating to (1) classified information, (2) communications to Congress, (3) the
reporting to an Inspector General of a violation of any law, rule, ar regulation, or mismanagement, a gross waste of funds, an abuse of
authority, or a8 substantial and specific danger to public health or safety, or (4) any other whistieblower protection. The definitions,
requirements, obligations. rights, sanctions, and liabilities created by controlling Executive orders and statutory provisions are
incorporated into this agreement and are controlling.

(Continue on reverse.)

MSN T540-01-280-5499 STANDARD FORM 312 (Rav 7-2013)
Pravious sdition not usable Prescribed by QDNI

32 CFR PART 200180 E.O 13526



11. These restnctions are consistent with and do not supersede confiict with, or otherwise alter the employee obligations, rights, or
liablilities created by Executive Order No. 13526 (75 Fed Reg 707), or any successor thereto section 7211 of title 5, United States
Code (governing disclosures to Congress) section 1034 of title 10, United States Code, as amended by the Military Whistleblower
Protection Act (governing disclosure to Congress by members of the military). section 2302(b) (8) of title 5, United States Code, as
amended by the Whistleblower Protection Act of 1889 (governing disclosures of illegality, waste, fraud , abuse or public health or
safety threats), the Intelligence Identities Protection Act of 1982 (50 U.5.C. 421 el seq) (governing disclosures that could expose
confidential Government agents), sections 7(c) and 8H of the Inspector General Act of 1978 (5 U S.C. App.) (relating to disclosures to
an inspector general, the inspectors general of the Inteligence Community, and Congress), section 103H(g)(3) of the National Secunty
Act of 1947 (50 U.S.C 403-3n(g)(3) (relating to disclosures to the inspector general of the Intelligence Community), sections 17(d)(5)
and 17(e)(3) of the Central Intelligence Agency Act of 1949 (50 U.S.C. 403g(d)(5) and 403q(e){3)) (relating to disclosures to the
Inspector General of the Central Intelligence Agency and Congress), and the statutes which protect against disclosure that may
compromise the national security, including sections 641, 793, 794, 798, *952 and 1324 of tile 18, United States Code, and *section 4
(b) of the Subversive Activiies Control Act of 1850 (50 U.S C. section 783(b)) The definitions, requirements, obligations, rights,
sanctions. and liabilities created by said Executive Order and listed statutes are incorporated into this agreement and are controlling

12 | have read this Agreement carefully and my questions, if any, have been answered. | acknowledge that the briefing officer has
made available to me the Executive Order and statutes referenced in this agreement and its implementing requiation (32 CFR Part
2001 . section 2001 .80(d)(2) ) so that | may read them at this time, if | so choose.

* NOT APPLICABLE TO NON-GOVERMNMENT PERSONNEL SIGNING THIS AGREEMENT.

(b)(6), (d)(7)(C)

WITNESS I ACCEPTANCE

THE EXECUTION OF THIS AGREEMENT WAS WITNESSED THE UNDERSIGNED ACCEPTED THIS AGREEMENT
BY THE UNDERSIGNED. ON BEHALF OF THE UNITED STATES GOVERNMENT.

(b)(6), (B)(7)(C)

SECURITY DEBRIEFING ACKNOWLEDGEMENT

| reaffirm that the provisions of the espionage laws, other federal criminal lews and executive orders @pplicable to the safeguarding of classified
information have been made available o me; thal | have returned all classified information In my custody, that | will not communicate or transmit
classified information to any unauthorized person or organlzation; that | will promptly repor to the Federal Bureau of Investigation any attempt by an
unauthorized person to solicil classified information, and that | (have) (veve-nallyStrike out iInappropriate word or words) received a securily debriefing.

(b)(6), (b)(7)(C)

NOTICE The Privacy Act, 5 U.5.C. 552a. requires that federal agencies inform individuals, al the time information is solicited from themn, whether the
disclosure is mandatory or voluntary, by what authority such information 1s soliciled, and what uses will be made of the information, You are hereby
advised that authonty for soliciting your Social Security Number (SSN) is Public Law 104-134 (April 26 1996). Your SSN will be used 1o identify you
precisely when it is necessary to certify thal you have access lo the informalion indicated above or 1o determine that your access to the information
indicated has been lerminaled, Furnishing your Social Security Number. as well as other data, Is voluntary. but failure to do sa may delay or preven! you
being granted access to classified information.

STANDARD FORM 312 BACGK (Rav. 7-2013)









United States Department of State

Washington, D.C. 2052

UNCLASSIFIED

MAR 3 1 1011
Mr. M. A. Brilakis
Deputy Commandant for Manpower and Reserve Affairs
Headquarters United States Marine Corps
3280 Russel Road
Quantico. Virginia 22134-5103

Dear Deputy Commandant Brilakis:

The Department of State acknowledges receipt of your letter conveying the
Secretary of the Navy’s approval of a request from (b)(6), (b)(7)(C)
(b)(6), (b)(7)(C) to accept civil employment as  (v)e), (0)7)(©)

‘ _ . B)6). (4)7(C)
for the Kingdom of Saudi Arabia.

I'he Secretary of State approves this request under the provision of Section 903.
Title 37, United States Code. and pursuant to 22 C.F.R. § 3a.5. Please inform the
applicant of this determination.

Additionally. please inform the applicant that he remains indcpendently
responsible for complying with United States export laws and regulations and for
obtaining appropriate ¢learances for access to classified information provided by the
forcign government employer. lurther. continuing approval under the Emoluments
Clause is contingent on the applicant fulfilling his independent obligations relating to the
use of classified materials.

Qincerely
(b)(8), (b)(7)(C)

David I=. Henifin
Director. Uthice of State-Delense Integration
Bureau of Political-Military Affairs

UNCLASSIFIED




—~




(b)(6), (B)(7)(C)

(b)(6). (b)(7)(C) (b)(6), (b)(7)(C)
(b)(6), (B)(7)(C)
(b)(6), (b)(7)(C)
(b)(6), (b)(7)(C)
(b)(6), (0)(7)(C)
(b)(6), (b)(7)(C)

(b)(6). (b)(7)(C)
(b)(6), (b)(7)(C)
(b)(6), (b)(7)(C)
(b)(6). (b)(7)(C)
(b)(6), (b)(7)(C)

(b)(6). (B)(7)(C) (b)(6). (B)(7)(C)
(b)(8), (b)(7)(C)

(b)(6), (0)(7)(C)
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Pages 49 through 51 redacted for the following reasons:

(0)(5), (b)(8), (B)(7)(C)









13. Have you had access to technical data (classified, unclassified, or software) related
to the design, development, production, manufacture, etc. of defense articles? [f yes,
please describe ways in which such information may be of use in your potential job. If
applicable, has your employer or have you applied for and received an export license
for the defense services that you are offering?

(b)(6), (b)(7)(C)

| hereby acknowledge that | am unaware of any reason why the above described
foreign employment would be inadvisable or reflect unfavorably on the United States. |
also acknowledge and understand that my retired or retainer pay may be withheld equal
to the amount received from the foreign government if | accept employment before
obtaining proper approval. | affirm that the above questions have been reviewed
carefully and answered fully and correctly to the best of my knowledge.

(b)(6), (b)(7)(C)







11 These restrictions are consistent with and do not superseda, conflict with, or otherwise alter the employee obligations, rights, or
liabilities created by Executive Order No. 13526 (75 Fed. Reg 707) or any successor thereto section 7211 of title 5, United States
Code (governing disclosures to Congress), section 1034 of title 10, United States Code, as amended by the Military Whistleblower
Protection Act (governing disclosure to Congress by members of the military), section 2302(b) (8) of title 5, United States Code, as
amended by the Whistleblower Protection Act of 1989 (goveming disclosures of illegality, waste, fraud , abuse or public health or
safety threats), the Intelligence Identities Protection Act of 1882 (50 U.S.C. 421 et seq) (governing disclosures that could expose
confidential Government agents), sections 7(c) and 8H of the Inspector General Act of 1978 (5 U S.C App) (relating to disclosures to
an inspector general, the inspectors general of the Intelligence Community. and Congress); section 103H(g)(3) of the National Security
Act of 1947 (50 U .S C 403-3h(g)(3) (relating to disclosures to the inspector general of the Intelligence Community), sections 17(d}(5)
and 17(e)(3) of the Central Intelligence Agency Act of 1948 (50 U.S.C. 403g(d)(5) and 403q(e)(3)) (refating to disclosures to the
Inspector General of the Central Intelligence Agency and Congress), and the statutes which protect against disclosure that may
compromise the national security, including sections 641, 793 794, 788, *352 and 1924 of title 18, United States Code, and “section 4
(b) of the Subversive Activities Control Act of 1950 (50 U.S.C. section 783(b)). Tha definitions. requirements, obligations, nghts,
sanctions, and liabilities created by said Executive Order and listed slatutes are incorporated Into this agreement and are controlling

12. | have read this Agreement carefully and my questions. If any. have been answered, | acknowledge that the briefing officer has
made avallable to me the Executive Order and statutes referenced in this agreement and its implementing regulation {32 CFR Part
2001 , section 2001 .80(d)(2) ) so that | may read them at this time, if | so choose.

* NOT APPLICABLE TO NON-GOVERNMENT PERSONNEL SIGNING THIS AGREEMENT,

(b)(6), (0)(7)(C)

WITNESS k | ~ ACCEPTANCE

THE EXECUTION OF THIS AGREEMENT WAS WITNESSED THE UNDERSIGNED ACCEPTED THIS AGREEMENT
BY THE UNDERSIGNED. ON BEHALF OF THE UNITED STATES GOVERNMENT,

(b)(6), (d)(7)(C)

SECURITY DEBRIEFING ACKNOWLEDGEMENT

I reaffirm thal the provisions of the espionage laws, other federal cnminal laws and executive orders applicable to the safequarding of dassified
information have been made available 1c me, that | have relumed all cassified information in my custody; that | will not communicate or transmit
classified information to any unauthonzed person or organizalion, thal | will promplly repor fo the Federal Bureau of Invesligation any attempt by an
unatithorized person to solicit classified informatian, and thal | (have) {eee-sedd (sinke out inappropriate word or words) received a security debriefing.

SIGNATURE OF EMPLOYEE | DaTE

(b)(6), (b)(7)(C)

NOTICE The Privacy Act, 5§ US C. 552a requires that federal agencles inform individuals, at the lime informaltion Is soliclted from lhem, whether the
disclosure is mandatory or voluntary, by what authority such informatlan is solicited, and what uses will be made of the Information. You are hereby
advised that authonty for 8oliciting your Social Security Number (SSN) 18 Public Law 104-134 (April 26, 1996). Your SSN will be used to identify you
precisely when it Is necessary o certify that you have access to the Information indicated above or to determine that your access to the information
indicatad has baen terminated Fumishing your Social Secunty Number, as well as olher dala, is voluntary, but failure (o do 8o may delay or prevent you
being granted access lo classified information.

STANDARD FORM 312 BACK (Rev. 7-2013)
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August |

Liewenant General Michael A. Rocep

Deputy Commandam for Manpower and Reserve Allairs
Headquarters Lnited States Marime Corps

3280 Russel Road

Quantico, Virginia 22134-3103

Deputy Commandam Rogeo:

The Department of Stawe acknow ledges reccipt of vour leter convey ing the Commandant ol the
Marine Corps approval of o reguest from (b)(6), (b)(7)(C)
(b)(8), (B)(7)(C)

The Seerctary of Stale approves this request under the provision of Section 908, Title 37, United
States Code, and pursuant 10 22 C.1.R. § 3a5. Plcase inform the applicant of this determination.

My bureau’s Dircetorate of Delense Trade Controls (DDTC) notes that some of (b)), (0)(7)(C)
proposed activities (as described in the 'GE package) may be considered defense services under
the International TralTic in Arnms Regulations (ITAR) and may require prior authorization lrom
DDTC. ®)e), ) ©showld carefully review ITAR section 120.9 to make this determination.

Following a review of I'TAR section 120.9, (0)6), (o)) (©may submit to DDTC a written request
for an advisory opinion pursuant tv ITAR Section 126.9 regarding whether these activities would
constiute delense services under the ITAR, and whether the related authorization requirements
would apply. To enable DDTC to issue such an advisory opinion. the request should include
signilicantly more detailed infurmation about the scope and details of the proposed aclivities.
More information, including the ITAR and the relevant mailing address, can be found un
DDTC s website: www pmdite state.goy.

Additionally, please intorm the applicant that continuing approval under the Emoluments Clause
is contingent on the applicant fullilling his independent obligations relating to the use of
classified materials.

Sincerely.
Y ¥

(b)(6), (b)(7)(C) il

-
R. Clarke Cooper v
Assistant Secretary

ENCLOSURE (1)






FOR-OFFICIAL USE ONLY — PRIVACT BENSITIVE
ANY MISUSE OR UNAUTHORIZED DISCLOSURE MAY RESULT IN CIVIL AND/OR CRIMINAL PENALTIES

DEPARTMENT OF THE NAVY
HEADQUARTERS UNITED STATES MARINE CORPS
3000 MARINE CORPS PENTAGOMN
WASHINGTON, DC 20350-3000

IN REPLY RETER T
5500
SS50/U0557

MAY 29 2019

From: Senior Intelligence Officer, Intzl_igence Department
To: Deputy Commandant, Manpower and Reserve Affairs

Subj: REQUEST FOR FOREIGN CIVIL EMPLOYMENT IN CASE OF: (b)(6), (b)(7)(C)
USMC (RETIRED)

Ref: (a) 37 USC %08 - Sec. 308. Empl._ym=nt ' ¢ res«rves and rstirsd members
by Foreign governments

1. (b)(6), (b)(7)(C) retired in  (b)6), (D)@)(C) E£from the U.S,

Harine Corps and reguested pzrmission in May 2019 undar the Foreign

Ownership, Control or Influence (FOCI) program for employment as  (b)(6), (b)(7)(C)
(b)(6), (b)(7)(C) the United Arab Emirate (UAE).

2. (b)), (b)7)(C) reguires a FOCI approval and legal authority as reauired bv
reference (a), for employment with the UAE Government (b)(6), (b)(7)(C)

(b)(8), (b)(7)(C)

(b)(6), (b)(7)(C) The Department
of Defense Consolidated Adjudications Facility (DOD CAF) will require a new
security clearance investigation and adjudication prior to access to U.S,
classified information.

3. It is my opinion that (b)), (b)7)(C) could be approved as (b)(6), (b)(7)(C)
(b)(6), (b)(7)(C) UAE Government.
4. Point of contact at Headquarters, U.S. Marine Corps, Special Security
Qffice is sr hgme _ssol@usme.mil.
(b)(6). (0)(7)(C) "
Copy tao:
Files

FOR CFFICIAL USE ONLY —PREVACY SENSITIVE
ANY MISUSE OR UNAUTHORIZED DISCLOSURE MAY RESULT IN CIVIL AND/OR CRIMINAL PEMALTIES
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(0)(5), (b)(8), (B)(7)(C)






(b)(6), (b)(7)(C)

(b)(6). (B)(D)(C)












May 21, 2019

Froonr (b)(6), (b)(7)(C)
(b)(6), (b)(7)(C)

To: The Secretary of the Navy

Via: MMSR-6 i
Deputy Commandant, Manpower and Reserve Afiairs
Commandant of the Marine Corps

Ref: (a) Foreign Govemment Employment Memo
(b) Foreign Government Employment Questionnaire
(c) Standard Form 312, Nondisclosure Agreement

Dear Honorable Mr. Richard V. Spencer,

| am currently being considered for an employment opportunity with a foreign owned
company, (b)(6), (b)(7)(C)

(b)(6), (b)(7)(C)

Key Responsibilities and Deliverables

(b)(6). (b)(7)(C)

Scanned with CamScanner



(b)(6), (d)(7)(C)

itis respectfully requested that permission be granted to be employedby (1)), (0)(7)(C)
a foreign govemment owned comapany — or any instrumentality of a foreign
govemment agency.

Varv Racnasthillu Qihmithord

(b)(6), (0)(7)(C)

Scanned with CamScanner






(b)(6), (b)(7)(C)

(b)(6), (b)(7)(C) (b)(6), (b)(7)(C)

(b)(6), (0)(7)(C)

(b)(6), (d)(7)(C)

(b)(6), (B)(7)(C)



Additionally, please inform the applicant that continuing approval under the Emoluments Clause

is contingent on the applicant fulfilling his independent obligations relating to the use of

classified materials.

Sincerely,

(b)(6), (b)(7)(C)

Marik String
Deputy Assistant Secretary
Bureau of Political-Military Affairs






FOROFFICIAL USE CONLY — PRIVACY SENSITIVE
ANY MISUSE OR UNAUTHORIZED DISCLOSURE MAY RESULT IN CIVIL AND/OR CRIMINAL PENALTIES

DEPARTMENT OF THE NAVY
HEADQUARTERS UNITED STATES MARINE CORPS
3200 MARINE CORPS PENTAGON

WASHINGTCN, DC 20350-3000
WOREPY Si01e T

5500
SS0/U0566

JUL 09 2013

From: Special Security Officer, Intelligence Deparktmen:®
To: Deputy Commandant, Manprwer and Reserve Affairs

Subj: REQUEST FOR FOREIGN CIVIL EMPLOYMENT IN CASE OF: (b)(6), (b)(7)(C)
USMC (RETIRED)

Ref: (a) 37 USC 908 - Sec. 908. Emplcymont =f reserves and retired members
by Foreign governments

T (b)(6), (b)(7)(C) retired in _(b)(8), (b)(7)(C) from the
0.8, Marine Corps and requested permission in June 2018 under the Foreign
Ownership, Control or Influence (FOCI) program fecr employment as (b)(6), (b)(7)(C)
with (b)(6) conduct coordination acvtivities and foreign military
sales between government and militaries for combating terrorism.

2 (b)(6), (b)(7)(C) requires a FOCI approval and legal authority as required by
reference (a), for emplovment with (b)(6). (b)(7)(C)

(b)(6), (B)(7)(C)

(b)(6), (b)(7)(C) The Department of Defense Consoplidated
Adjudications Facility (DOD CAF) will reguire a new security clearance
investigation and adjudication prior to access to U.S5. classified

information.

3, It is my opinion that (b)(6), (b)(7)(C) could be approved as (b)(6), (b)(7)(C)
(b)(6), (b)(7)(C) for foreign military sales internationally.

4. Point of contact at Headguarters, U.S. Marine Corps, Special Security

Dffice 1is 2r hgme_sso@usme.mil.,

. (b)(6), (b)(7)(C) e

Copy to:

Files

FOROFFICIAL USE ONLY - PRIVACY SENSITIVE
ANY MISUSE OR UNAUTHORIZED DISCLOSURE MAY RESULT IN CIVIL AND/OR CRIMINAL PENALTIES
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(0)(5), (b)(8), (B)(7)(C)









(b)(6), (b)(7)(C)

13. Have you had access to technical data (classified, unclassified, or software) related
to the design, development, production, manufacture, etc. of defense articles? If yes,
please describe ways in which such information may be of use in your potential job. If
applicable, has your employer or have you applied for and received an export license
for the defense services that you are offering?

(b)(6). (b)(7)(C)

| hereby acknowledge that | am unaware of any reason why the above described
foreign employment would be inadvisable or reflect unfavorably on the United States. |
also acknowledge and understand that my retired or retainer pay may be withheld equal
to the amount received from the foreign government if | accept employment before
obtaining proper approval. | affirm that the above questions have been reviewed
carefully and answered fully and correctly to the best of my knowledge.

(b)(6), (b)(7)(C)

Sibc{atu re N~ \J/ Date






11. These restrictions are consistent with and dao not supersede, conflict with, or otherwise alter the employee obligations, rights, or
liabilities created by Executive Order No. 13526 (75 Fed. Reg. 707), or any successor thereto section 7211 of title 5, United States
Code (governing disclosures to Congress); section 1034 of tite 10, United States Code, as amended by the Military Whistieblower
Protection Act (governing disclosure to Congress by members of the military), section 2302(b) (8) of title 5, United States Code, as
amended by the Whislieblower Protection Act of 1989 (goveming disclosures of illegality, waste, fraud , abuse or public heaith or
safety threats); the Intelligence Identities Protection Act of 1982 (50 U.S.C. 421 et seq.) (governing disclosures that could expose
confidential Government agents), sections 7(c) and 8H of the Inspector General Act of 1978 (5 U.S.C. App.) (relating to disclosures to
an inspector general, the inspectors general of the Intelligence Community. and Congress); saction 103H(a)(2) of the National Security
Act of 1847 (50 U.S.C. 403-3h(g)(3) (relating to disclosures to the inspector general of the Intelligence Community); sections 17(d)(5)
and 17(e)(3) of the Central Intelligence Agency Act of 1949 (50 U.S.C. 403g(d)(S) and 403q(e)(3)) (relating to disclosures to the
Inspector General of the Central Intelligence Agency and Congress); and the siatutes which protect against disclosure that may
compromise the national security, including sections B41, 793, 794, 798, *352 and 1924 of title 18, United States Code, and *section 4
(b) of the Subversive Activities Control Act of 1950 (50 U.S.C. section 783(b)). The definitions, requirements, obligations, rights,
sanctions, and liabilities created by said Executive Order and listed statutes are incorporated into this agreement and are controlling.

12. | have read this Agreement carefully and my gquestions, if any, have been answered. | acknowledge that the briefing officer has
made available to me the Executive Order and statutes referenced in this agreement and its implementing regulation (32 CFR Part
2001 , section 2001 .80(d)(2) ) so that | may read them at this time, if | so choose,

* NOT APPLICABLE TO NON-GOVERNMENT PERSONNEL SIGNING THIS AGREEMENT.

(b)(6), (b)(7)(C)

WITNESS ACCEPTANCE

THE EXECUTION OF THIS AGREEMENT WAS WITNESSED THE UNDERSIGNED ACCEPTED THIS AGREEMENT
BY THE UNDERSIGNED. ON BEHALF OF THE UNITED STATES GOVERNMENT.

(b)(6), (b)(7)(C)

SECURITY DEBRIEFING ACKNOWLEDGEMENT

I reaffirm that the provisions of the espionage laws, ofher federal criminal laws and executive orders applicable fo the safeguarding of classified
information have been made available to me; that | have returned all classified information in my custody; that | will not communicate or transmit
classifled information to any unauthorized person or organization; that | will promptly report to the Federal Bureau of Investigation any attempl by an
unauthorized person to solicit classified information, and that | (have) (Reve=ret) (strike out inappropriate word or words) received a security debriefing.

(b)(6), (b)(7)(C)

NOTICE: The Privacy Act, 5 U.S.C. 552a, requires ihat federal agencles inform individualg, at the tmfe~information\js solicited from them, whether the
disclosure is mandatory or voluntary, by what authority such information is solicited, and what uses will be made of the information, You are hereby
advised that authority for seoliciting your Socal Security Number (SSN) is Public Law 104-134 (April 26, 1996). Your SSN will be used to idenlify you
precisely when it is necessary to cerify that you have access fo the information indicated above or to detemmine thal your access to the informatlion
indicated has been terminated. Fumishing your Social Security Number, as well as other data, is voluntary, but failure to do so may delay or prevent you
being granted access to classified information.

STANDARD FORM 312 BACK (Rev. 7-2013}






06, B0 (b)(6), (0)(7)(C)
(b)(6), (b)(7)(C)

(b)(6), (B)(7)(C)

(b)(6), (0)(7)(C)

(b)(6). (b)(7)(C)



Additionally, please inform the applicant that continuing approval under the Emotuments Clause
15 contingent on the applicant fulfilling his independent obligations relating to the use of
classified materials.

Sincerely,
(b)(6), (b)(7)(C)

Marik A. String
Deputy Assistant Secretary







(b)(6), (b)(7)(C)

(b)(6), (b)(7)(C)
(b)(6)

(b)(6), (b)(7)(C)
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(b)(8), (b)(7)(C)
(b)(6), (d)(7)(C)
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(b)(6), (0)(7)(C)
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(b)(6), (b)(7)(C)
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(b)(6), (b)(7)(C)
(b)(6)
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Foreign Government Employment Questionnaire

Name: (last, first, middle initial)

Physical address (include mailing if different)

Phone: |

Email:

Military Retirement Date (if applicable): (B)(E). (b)(7(C)
Rank/Rate (at retirement):

SSN (last four digits): XXX-XX-XMXX

Location of proposed employment:

1. Who Is your proposed employer and how are they connected to a foreign government?
(b)(6), (b)(7)(C)

2. What is your proposed job title?
(b)(6), (b)(7)(C)

3. What will vour iob duties involve? If a iab descrintion is available, nlease attach.
(b)(6), (b)(7)(C)
4. Will you be paid for duties performed? If yes, please provide an explanation of wages (to include

amount of pay) and how your level of pay will be affected by the foreign government with which you
are working.

(b)(6). (0)(7)(C)
5. Are you a U.S. citizen?

(b)(6), (d)(7)(C)

6. Will you be required or are you planning to execute an oath of allegiance to the foreign government
with which vou are working, alter your U.S. citizenship status, or obtain foreign citizenship?

(b)(6), (b)(7)(C)

7. What is the highest U.S. security clearance that you have held?
(b)(6), (0)(7)(C)



8. What is the highest level of classified material to which you have been granted access?
(b)(6), (b)(7)(C)

9. Have you had access to Special Access Programs?
(b)(6), (b)(7)(C)

10. Will you be working with classified information as part of your foreign employment? If yes, please
explain,

(b)(6), (0)(7)(C)

11. Have you ever worked on matters involving this foreign country as part of your uniformed service
duties? If yes, please explain.

(b)(6), (b)(7)(C)

12. Have you held any positions in the uniformed service that are relevant to your employment with

(b)(6), (b)(7)(C)

13. Have you had access to technical data (classified, unclassified, or software) related to the design,
development, production, manufacture, etc. of defense articles? If yes, please describe ways in which
such information may be of use in your potential job. If applicable, has your employer or have you

annliad far and raraiuad an avnnrt liranea far tha dafanca cansirac that uni ara affarina? i

(b)(6), (b)(7)(C)

I hereby acknowledge that | am unaware of any reason why the above described foreign employment
would be inadvisable or reflect unfavorably on the United States. | also acknowledge and understand
that my retired or retainer pay may be withheld equal to the amount received from the foreign
government if | accept employment before obtaining proper approval. | affirm that the above
questions have been reviewed carefully and answered fully and correctly to the best of my
knowledge.

(b)(6), (B)(7)(C)

Signature Date






11, These restrictions are consistent wilth and do nat supersede, confiict with, ar olherwise alter the emplayee obligations, rights, or
liabilties created by Execulive Order No. 13528 (75 Fed. Reg. 707), or any successor thereto section 7211 of litie 5, United Siates
Code (governing disclosures to Congress); section 1034 of title 10, United States Code as amended by the Military Whistleblower
Protection Act (governing disclosure to Congress by members of the military); section 2302(b) (8) of title 5, United States Code, as
amended by the Whistieblower Protection Act of 1989 (governing disclosures of illeaality, waste, fraud , abuse or public health or
safety threats), the Intelligence ldentities Protection Act of 1882 (50 U,8.C. 421 et seq.) (governing disclosures that could expose
confidential Government agents); sections 7(c) and 8H of the Inspector General Act of 1978 (5 U.S.C. App.) (relating to disclosures to
an inspector general, ihe inspectors general of the Intelligence Community. and Congress); section 103H(g)(3) of the National Security
Act of 1947 (50 U.S.C 403-3h(g)(3) (relating to disclosures to the inspector general of the Intelligence Community); sections 17(d)(5)
and 17(e)(3) of the Central Intelligence Agency Act of 1948 (50 U.S C. 403g(d)(5) and 403q(e)(3)) (relating to disclosures to lhe
Inspector General of the Central Intelligence Agency and Congress), and the statutes which protect against disclosure that may
compromise the national security, including sections 641, 783, 794, 798, *952 and 1924 of title 18, United States Code, and *section 4
{b) of tne Subversive Activities Control Act of 1850 (50 U.5.C. section 783(b)). The definitions, requiremerts, obligations. rights,
sanctions and liabilties created by said Executive Order and listed statutes are incorporated into this agreement and are controlling

12. | have read this Agreement carefully and my guestions, if any, have been answered. | acknowledge that the briefing officer has
made available lo me the Executive Order and statutes referenced In this agreement and its implementing regulation (32 CFR Part
2001 section 2001 .80(d)(2) ) so that | may read them at this time, if | so choose.

- *NOT APPLICABLE TO NON-GOVERNMENT PERSONMNEL SIGNING THIS AGREEMENT
-~

(b)(6), (B)(7)(C)

WITNESS ACCEPTANCE

THE EXECUTION OF THIS AGREEMENT WAS WITNESSED THE UNDERSIGNED ACCEPTED THIS AGREEMENT
BY THE UNDERSIGNED. ON BEHALF OF THE UNITED STATES GOVERNMENT,

(b)(6), B)(7)(C)

SECURITY DEBRIEFING ACKNOWLEDGEMENT

| reaffinn thal the provisions of the esplenage laws olber federal criminal laws and executive orders applicable to the safeguarding of clasaified
information have been made available lo me 1hat | have retumed all classified (nformation in my custody, that | will not commuricate or ransmit
lassified information lo any unauthorized person or organization, that | will promptly repor to the Federal Bureau of Invesligation any altempt by an
unawtharized person to sohicil classifizd information. and that | (have) (have not) (strike cul inapproprate word or words) received a security debriefing.

(b)(6), (0)(7)(C)

disclosure 1s mandatory or voluntary, by what authorly such Information s solicited, and w uses will be made of the information. You are hereby
advised Ihal authorily for soliciling your Social Security Number (S8N) is Public Law 104-434 (April 26, 1996). Your SSN will be used 1o identify you
precisely when il Is necessary to cerlify thal you have access to the information indicated above or to determine that your aceess lo ihe information
ndicated has been lerminaled. Fumnishing your Social Sacurily NMumber, as well as other data, is voluntary, bul ltailure to do so may dzlay er preven| you
Heing granted access to classified information.

NOTICE: The Frivacy Act. 5 U.5.C. 5525, requires \hat federal agencies Inform inr‘{ividuals'.?a‘;?(ﬁme informatian is soliclted from them, whether the

STANDARD FORM 312 BACK (Rev, 7-2013)
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linited States Department of State

Bureaw of Paolitical-Milirary Affairs

Washingten, DC 20520-6817

December 18, 2019

Lieutenant General Michael A. Rocco

Deputy Commandant for Manpower and Reserve Affairs
Headquarters United States Marine Corps

3280 Russel Road

Quantico, Virginia 22134-5103

Deputy Commandant Rocco:

The Department of State acknowledges receipt of your letter conveying the Commandant of the
Marine Corps approval of a request from (b)(6), (b)(7)(C)
(0)6), (b)(7)C) to accept civil employment with the United Arab Emirates.

The Secretary of State approves this request under the provision of Section 908, Title 37, United
States Code, and pursuant to 22 C.F.R. § 3a5. Please inform the applicant of this determination.

My bureau’s Directorate of Defense Trade Controls (DDTC) notes that some of  (0)(6), (b)(7)(C)
proposed activities (as described in the FGE package) may be considered defense services under
the International Traffic in Arms Regulations (ITAR) and may require prior authorization [rom
DDTC. m)e), dy@)c) should carefully review ITAR section 120.9 to make this determination.

Following a review of ITAR section 120.9. (b)), (0)(7)(c) may submil to DDTC a written request
for an advisory opinion pursuant to ITAR Section 126.9 regarding whether these activities would
constitute defensc services under the ITAR, and whether the related authorization requirements
would apply. To enable DDTC Lo issue such an advisory opinion, the request should include
significantly more detailed information about the scope and details of the proposed activities.
More information, including the ITAR and the relevant mailing address, can be found on
DDTC’s website: www. pmdic.state.gov










_ __
___ I
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United States Department of State

hlig i Washington, D.C. 20520

‘:‘S(P* QBI Ao ‘éﬂ
UNCLASSIFIED

LtGen M. A. Brilakis

Deputy Commandant
Manpower and Reserve Affairs
United States Marine Corps
3280 Russell Road

Quantico, VA 22134-5103

Dear Lieutenant General Brilakis:

The Department of State acknowledges receipt of your letter conveying the
Commandant of the Marine Corps’ (for the Secretary of the Navy) approval of a
request by (b)(®), B1)(7)(C) to accept
civil employment as (b)(6), (b)(7)(C) the United Arab Emirates.

On behalf of the Secretary of State, I approve this request pursuant to 37

U.S.C. § 908 and 22 C.F.R. § 3a. Please inform the applicant of this
determination.

Sincerely,
(b)(6). (b)(7)(C)

Director, Office of International
Security Operations

UNCLASSIFIED




(b)(6), (d)(7)(C)

(b)(6), (0)(7)(C)

(b)(6), (0)(7)(C)

(b)(6), (b)(7)(C)
(b)(6), (0)(7)(C) (b)(6), (b)(7)(C)

(b)(6), (b)(7)(C) (b)(6), (b)(7)(C)
(b)(6), (b)(7)(C)

(b)(6), (d)(7)(C)



FOR OFFICIAL USE ONLY - PRIVACY SENSITIVE
ANY MISUSE OR UMAUTHORIZED DISCLOSURE MAY RESULT IN CIVIL AND/OR CRIMINAL PENALTIES

DEPARTHMENT OF THE MAVY
HEADQUARTERS ULITED STATES MARINI CORPS
3000 MARINE COREE PENTASON
WASHINGTON, oC ZQ350-300¢C
PLE RZIZY TS

i
5500
igs/U0L27

APR 08 2016

Fm: Special Security Officer, Headgquarters U.§S. Marine Corps,
Intelligence Department, Washington CC

To: DC, M4RL, Washington DC

Subj: REQUEST FOR FOREIGN CIVIL EMPLOYMENT ICO: (b)(6), (B)(7)(C)
UsSMC RETIRZD

Ref: ({a} 37 USC 508 ~ Sez. 208. Enployment of ressrves and retired members
by Foreign gcvernments

1.  (b)6), (b)(7)(C) retired from =—he U.S. Marine Corps ib)(6), (b)(7E@)X in Apzil 2016

(b)(6), (b)(THErested permission under the Foreign Ownership, Control or Influence
{FOCL) program fcr employment by the Unitea Arab Emirates (UAE} as (b)(6). (b)(7)(C)

(b)(6), (0)(7)(C)

i (b)(6) requires a FOCI approval anc legal autherity as reguired by
reference {a}, for employment with UAE. His duties will not require access
to U.S5. classified information. (b)(6)

(b)(6)

employment. The Department of Defense Consolidated Adjudications Facality
{DOD CAF) will reguire a naw investigation before aczess to U.S. classified
information is granted.

3. Iz i1s my opinien that (b)(6), (b)(7)(C) could be approvec a position supporting
the government of the United Arab Enirates.

£, Peint of contact at Headgjuarcers, U.S5. Marine Corps, Special Security

Qffice is (b)(6), (b)(7)(C) or hgme_sso@usmc.mil,
(b)(6), (b)(7)(C)

Copy to

Files

FOR OFFICIAL USE ONLY - PRIVACY SENSITIVE
ANY MTSMISF NR MNAMTPHNRTZEN NTSCTNLARE MAY RESITT TN CTUTT. ANDN/AR MrRTMTNAT DREMALTTES
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11. These restrictions are consistent with and do not supersede, conflict with, or otherwise alter the employee obligations, rights, or
liabilities created by Executive Order No. 13526 (75 Fed. Reg. 707), or any successor thereto section 7211 of title 5, United States
Code (governing disclosures to Congress); section 1034 of title 10, United States Code, as amended by the Military Whistleblower
Protection Act (governing disclosure to Congress by members of the military); section 2302(b) (8) of title 5, United States Code, as
amended by the Whistleblower Protection Act of 1989 (governing disclosures of illegality, waste, fraud , abuse or public health or
safety threats); the Intelligence Identities Protection Act of 1982 (50 U.S.C. 421 et seq.) (governing disclosures that could expose
confidential Government agents); sections 7(c) and 8H of the Inspector General Act of 1978 (5 U.S.C. App.) (relating to disclosures to
an inspector general, the inspectors general of the Intelligance Community. and Congress); section 103H(g)(3) of the National Security
Act of 1847 (50 U.S.C. 403-3h(g)(3) (relating to disclosures 1o the inspector general of the Intelligence Community); sections 17(d}(5)
and 17(e)(3) of the Central Intelligence Agency Act of 1949 (50 U.S.C. 403g(d}(5) and 403q(e)(3)) (relating to disclosures to the
Inspector General of the Central Intelligence Agency and Congress); and the statutes which protect against disclosure that may
compromise the national security, including sections 641, 793, 794, 798, *952 and 1924 of title 18, United States Code, and *section 4
(b) of the Subversive Activities Control Act of 1850 (50 U.S.C. section 783(b)). The definiticns, requirements, obligations, rights,
sanctions, and liabilities created by said Executive Order and listed statutes are incorporated into this agreement and are controlling.

12. | have read this Agreement carefully and my questions, if any, have been answered. | acknowledge that the briefing officer has
made available to me the Executive Order and statutes referenced in this agreement and its implementing regulation (32 CFR Part
2001 , section 2001 .80(d)(2) ) so that | may read them at this time, if | so choose.

* NOT APPI ICARI F TO NON-GOVFRNMFENT PEFRSONNFI SIGNING THIS AGRFFMFENT

(b)(6), (B)(7)(C)

WITNESS ACCEPTANCE

THE EXECUTION OF THIS AGREEMENT WAS WITNESSED THE UNDERSIGNED ACCEPTED THIS AGREEMENT
BY THE UNDERSIGNED. ON BEHALF OF THE UNITED STATES GOVERNMENT.

(b)(6), (b)(7)(C)

SECURITY'DEBRIEFING ACKNOWLEDGEMENT

| reaffirm that the provisions of the espionage laws, other federal criminal laws and executive orders applicable to the safeguarding of classified
information have been made available to me; that | have returned all classified information in my custody; that | will not communicate or transmit
classified information to any unauthorized person or organization; that | will nramptly report to the Federal Bureau of Investigation any attempt by an
unauthorized person to solicit classified infogmation, and that | (have) thewe (b)(6)ilrike out inappropriate word or words) received a security debriefing.

(b)(6), (b)(7)(C)

NOTICE: The Privacy Act, 5 U.S5.C. 552a. requires that federal agencies inform individugls, at the time information is solicited fromithem, whether the
disclosure is mandatory or voluntary, by what authority such information is solicited, and what uses will be made of the informatidn. You are hereby
advised that authority for soliciting your Social Security Number (SSN) is Public Law 104-134 (April 26, 1996). Your SSN will be used to identify you
precisely when it is necessary to certify that you have™atcess to the information indicated above or to determine that your access to the information
indicated has been terminated. Furnishing your Social Security Number, as well as other data, is voluntary, but failure to do so may delay or prevent you
being granted access to classified information.

STANDARD FORM 312 BACK (Rev. 7-2013)






(b)(6), (b)(7)(C)
(b)(6). (b)(7)(C) (b)(6), (b)(7)(C)
(b)(6), (0)(7)(C)

(b)(6), (b)(7)(C)

(b)(6), (0)(7)(C)

(b)(6), (0)(7)(C)



Additionally. please inform the applicant that continuing approval under the Emoluments Clause
is contingent on the applicant fulfilling his independent obligations relating to the use of
classified materials,

Sincerely.

(b)(6), (0)(7)(C)

R. Clarke Cooper
Assistant Secretary



(b)(6). (B)(7)(C)

(b)(6), (0)(7)(C)

(b)(6), (b)(7)(C)

(b)(6), (b)(7)(C) (b)(6), (0)(7)(C)
(b)(6), (b)(7)(C)

(b)(6), (b)(7)(C)
(b)(6), (b)(7)(C)
(b)(6), (b)(7)(C)

(b)(6), (b)(7)(C)

(b)(6), (0)(7)(C)



(b)(6). (B)(7)(C)

(b)(6), (b)(7)(C) (b)(6), (b)(7)(C)

(b)(6). (b)(7)(C)
(b)(6), (b)(7)(C)
(b)(6), (b)(7)(C)

(b)(6), (b)(7)(C)
(b)(6), (0)(7)(C)

(b)(6), (0)(7)(C)
(b)(6), (b)(7)(C)

(b)(6). (b)(7)(C)
(b)(6), (d)(7)(C)

(b)(6). (B)(7)(C)
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(b)(6), (B)(7)(C)




(b)(6), (b)(7)(C)

4. Will you be paid for duties performed? If yes, please provide an explanation of wages (to include
salary; housing allowance, any extra stipends, etc.) and how your level of pay will be affected by the
foreign government with which you are working.

(b)(6), (b)(7)(C)

5. Are you a U.S. citizen?
(b)(6), (b)(7)(C)

6. Will you be required or are you planning to execute an oath of allegiance to the foreign government
with which you are working, alter your U.S. citizenship status, or obtain foreign citizenship?

(b)(6), (b)(7)(C)
7. What is the highest U.S. security clearance that you have held?
(b)(6), (b)(7)(C)

8. What is the highest level of classified material to which you have been granted access?
(b)(6), (B)(7)(C)
9. Have you had access to Special Access Programs?

(b)(6), (b)(7)(C)

10. Will you be working with classified information as part of your foreign employment? If yes, please
explain in as much detail as possible.
No

11, Have you ever worked on matters involving this foreign country as part of your uniformed service
duties? If yes, please explain in as much detail as possible.

(b)(6), (b)(7)(C)

12. Have you held any positions in the uniformed service that are relevant to your employment with
the foreign government? If yes, please explain.

(b)(6), (b)(7)(C)



13. If you believe you are, or might be, providing a defense service or brokering, have you or your
employer applied for and/or received an export license, or other form of authorization from the
Department of State, Directorate of Defense Trade Controls (DDTC)?' If your answer is no, you will
need to further investigate and work with your employer to get the correct DDTC authorization in
place before you start any ITAR-controlled activities as part of your employment."

(b)(6), (b)(7)(C)

14. Did you receive a debriefing upon retiring from the uniformed service? If so, did you complete an
SF-312, Classified Information Nondisclosure agreement?
(b)(6), (0)(7)(C)

| hereby acknowledge that | am unaware of any reason why the above described foreign employment
would be inadvisable or reflect unfavorably on the United States. | also acknowledge and understand
that my retired or retainer pay may be withheld equal to the amount received from the foreign
government if | accept employment before obtaining proper approval. | affirm that the above
questions have been reviewed carefully and answered fully and correctly to the best of my
knowledge.

(b)(6), (b)(7)(C)

Signature Date

'The International Traffic in Arms Regulation (ITAR) regulates, in part, business activity between U.S.
persons and foreign persons pertaining to defense articles, technical data, and defense services that
contain controlled U.S. military technology (including U.S. military operational and tactical expertise)
and are designated on the United States Munitions List (USML). The Department of State, Directorate of
Defense Trade Controls (DDTC) administers the ITAR. While applicants should refer to the ITAR for
the full regulatory meaning of relevant terms, the following—in some cases, abbreviated —definitions are
provided to assist you in evaluating the need for DDTC authorization:

“Defense service” (ITAR §120.9) means:

(a) The furnishing of assistance (including training) to foreign persons, whether in the United
States or abroad in the design, development, engineering, manufacture, production, assembly, testing,
repair, maintenance, modification, operation, demilitarization, destruction, processing or use of
defense articles;

(b) The furnishing to foreign persons of any controlled technical data whether in the United States
or abroad; or

(c) Military training of foreign units and forces, regular and irregular, including formal or
informal instruction of foreign persons in the United States or abroad or by correspondence courses,
technical, educational, or information publications and media of all kinds, training aid, orientation,
training exercise, and military advice.

“Defense article” (ITAR §120.6) means any item or technical data designated in the United States
Munitions List (USML). The USML is found in ITAR § 121.1. Defense article includes technical
data recorded or stored in any physical form, models, mockups or other items that reveal technical
data directly relating to items designated in the USML. The term does not include basic marketing
information on function or purpose or general system descriptions.









(b)(6), (0)(7)(C)






ECEIVE

' NOV 18 2019
Commandant of the Marine Corps (MMSR-6) .

James Wesley Marsh Center
3280 Russel Rd BY:

Quantico, VA 22134-5103

(b)(6), (b)(7)(C)

Dear Sir or Ma'am,

| am requesting permission for employment by a foreign government.

Since my retirement | have moved to (b)(6), (b)(7)(C)

(b)(6), (b)(7)(C)









(b)(6), (0)(7)(C)

(b)(6). (B)(7)(C)

(b)(6), (b)(7)(C)

(b)(6), (b)(7)(C)

(b)(6), (b)(7)(C)






ﬁ



(b)(6), (B)(7)(C)

(b)(6), (b)(7)(C) (b)(6), (0)(7)(C)

(b)(6), (b)(7)(C)
(b)(6), (b)(7)(C)
(b)(6), (b)(7)(C)

(b)(6), (b)(7)(C)

(b)(6). (b)(7)(C)
(b)(6), (0)(7)(C)
(b)(6), (B)(7)(C)

(b)(6), (b)(7)(C)

(b)(6), (b)(7)(C) (b)(6). (B)(7)(C)
(b)(6), (b)(7)(C)

(b)(6), (b)(7)(C)
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. (B0 Linited States Depatment of Stale
5 L‘\Eﬁlj,’ Bureau of Political-Military Affuairs
I‘\ ﬁq"f

Washington, DC 20520-6817

November 1, 2019

Lieutenant General Michael A, Rocco

Deputy Commandant for Manpower and Reserve Affairs
Headquarters United States Marine Corps

3280 Russel Road

Quantico, Virginia 22134-5103

Deputy Commandant Rocco:

The Department of State acknowledges receipt of your letter conveying the Commandant ol the
Marine Corps approval of a request [rom (b)(6), (b)(7)(C)
(0)©), B)7)(C) to accept civil employment witlio)®), (b)) (Endonesia.

I'he Secretary of State approves this request under the provision of Section 908. Title 37, United
States Code. and pursuant to 22 C.F.R. § 3a5. Please inform the applicant of this delermination.

My bureau’s Dircctorate of Defense Trade Controls (DD'1C) notes that some of (b)), (0)(7)(©)
proposcd activities (as described in the FGE package) may be considered defensc scrvices under
the International Tratfic in Arms Regulations (ITAR) and may require prior authorization from
DDTC  @)e), @) should carefully review [TAR section 120.9 to make this determination,

Following a review ol ITAR scction 120.9, @)©), (b)(7)) may submit to DD I'C a wrilten request
for an advisory opinion pursuant to ITAR Section 126.9 regarding whether these activities would
constitute defense services under the ITAR, and whether the refated authorization requirements
would apply. To enable DDTC to issue such an advisory opinion, the request should include
signilicantly more detailed information aboult the scope and details of the proposed activities.
More information. including the I'TAR and the relevant mailing address, can be [ound on
DDTC s website: www.pmdte.state.gov.

LINCLASSIFLL 1D



Additionaily, please inform the applicant that continuing approval under the Fmoluments Clause
is contingent on the applicant fulfilling his independent obligations relating to the use of
cinssified materials,

Sincerely,

(b)(6), (0)(7)(C)

R. Clarke Cooper 7
Assistant Secretary

UNCLASSITIED






Pages 157 through 158 redacted for the following reasons:

(0)(5), (b)(8), (B)(7)(C)





michael.l.peters3
Cross-Out

michael.l.peters3
Cross-Out





Forel vernment Employment Questionnaire
Name: (last, first, middle initial) (b)(6), (b)(7)(C)

Physical address (include malling if different):

Phone:

Email: (b)(6). (b)(7)(C)

Military Retirement Date (if applicable): (b)(6), (b)(7)(C)
Rank/Rate (at retirement): (b)(6), (b)(7)(C)

SSN {last four digits): XXX«XX-X2XX
(b)(6), (b)(7)(C)
Location of proposed employment:

1. Who Is vour proposed emplover and how are thev connected to a foreign government? (b)(6), (b)(7)(C)
(b)(6), (b)(7)(C)
2. What is vour proposed job title? (b)(B). (b)(7)(C)

(b)(6), (b)(7)(C)

3, What will your job dutles Involve? Please exolain in as much detall as vossible [If a Job description
is available, please attach). (b)(6), (b)(7)(C)

4. Wil you be paid for duties performed? If yes, please provide an explanation of wages (to include
salary; housing allowance, any extra stipends, ete.} and how vaur lavel of pav will be affacted by the

forelgn government with which you are working. (b)(6), (b)(7)(C)
(b)(6), (b)(7)(C)
&_Are vou a 11§, citizen?

(b)(6). (B)(7)(C) (b)(6), (b)(7)(C)

6. Will youdse required or are you planning to execute an oath of allegiance to the foreign governme
with which vau are working, alter your U.S. citizenship status, or abtaln foreign citizenship?

(b)(6), (b)(7)(C)

(b)(6), (0)(7)(C)

7 What le tha hishaer 1t & cgcurity clearance that you have held?

(b)(6), (b)(7)(C)






| hereby acknowledge that | am unaware of any reason why the above described foreign employment
wauld be inadvisable or reflect unfavorably on the United States. | also acknowledge and understand
that my retired or retainer pay may b2 withheld equal to the amount received from the foreign
government If { accept employment before obtaining proper approval. 1affirm that the above
questions have been reviewed carefully and answered fully and correctly to the best of my
knowledge.

(b)(6), (b)(7)(C)

Signature Date

'"The International Traffic in Arms Regulation (ITAR) regulates, in part, business aclivity between U.S.
persons and forcign persons pertaining to defense arlicles, technical data, and defense services that
contain controlled U.S. military technology (including U.S. military operational and tactical expertise)
and are designated on the United States Munitions List (USML)... The Deparunent of State, Directorate of
Defense Trade Controls (DDTC) administers the ITAR. While applicants should refer to the ITAR for
the full regulatory meaning of relevant terms, the following-—in some cases, abbreviated—definitions are
provided to assist you in evaluating the need for DDTC authorization:

“Defense service™ (ITAR §120.9) means:

(a) The fumnishing of assistance (including training) to foreign persons, whether in the United
States or abroad in the design, developmenl, engineering, manufacture, production, assembly, testing,
repair, maintenance, modification, operation, demilitarization, destructien, processing or use of
defense articles;

{b) The fumishing to foreign persons of any controlled technical data whether in the United States
or abroad; or

(c) Military training of foreign units and forces, regular and irregular, including formal or
informal instruction of foreign persons in the United States or abroad or by correspondence courses,
technical, educational, or information publications and media of all kinds, training aid, orientation,
training exercise, and military advice.

“Defense article™ (ITAR §120.6) means any item or technical data designated in the United States
Munritions List (USML). The USML is found in ITAR § 121.1. Defense article includes technical
data recorded or stored in any physical form, models, mockups or other items that reveal technical
data directly relating to items designated in the USML. The term does not include basic marketing
information on function or purpose or general system descriptions.

“Technical data” (ITAR §120.10) means:

(2) Information, other than software, which is required for the design, development, production,
manufacture, assembly, operation, repair, testing, maintenance or modification of defense articles,
including information in the form of blueprints, drawings, photographs, plans, instructions or
documentation;

(b) Classified information relating to defense articles and defense services on the USML; and

(c) Software directly related to defense articles.






11. These restrictions are consistent with and do not supersede, conflict with, or otherwise alter the employee obligations, rights, or
liabilities created by Executive Order No. 13526 (75 Fed. Reg. 707), or any successor thereto section 7211 of title 5, United States
Code (governing disclosures to Congress); section 1034 of title 10, United States Code, as amended by the Military Whistleblower
Protection Act (governing disclosure to Congress by members of the military); section 2302(b) (8) of title 5, United States Code, as
amended by the Whistieblower Protection Act of 1989 (governing disclosures of illegality, waste, fraud , abuse or public health or
safety threats); the Intelligence Identities Protection Act of 1982 (50 U.S.C. 421 et seq.) (governing disclosures that could expose
confidential Government agents); sections 7{c) and 8H of the Inspector General Act of 1978 (5 U.S.C. App.) (relating to disclosures to
an inspector general, the inspectors general of the Intelligence Community. and Congress); section 103H(g)(3) of the National Security
Act of 1947 (50 U.8.C. 403-3h(g)(3) (relating to disclosures to the inspector general of the Intelligence Community); sections 17(d)(5)
and 17(e)(3) of the Central Intelligence Agency Act of 1945 (50 U.S.C. 403¢g(d)(5) and 403q(e)}(3)) (relating to disclosures to the
Inspector General of the Central Intelligence Agency and Congress), and the statutes which protect against disclosure that may
compromise the national security, including sections 641, 793, 794, 798, *952 and 1924 of title 18, United States Code, and *section 4
(b) of the Subversive Activities Control Act of 18950 (50 U.S.C. section 783(b)). The definitions, requirements, obligations, rights,
sanctions, and liabilities created by said Executive Order and listed statutes are incorporated into this agreement and are controlling.

12. | have read this Agreement carefully and my questions, if any, have been answered. | acknowledge that the briefing officer has
made available to me the Executive Order and statutes referenced in this agreement and its implementing regulation (32 CFR Part
2001 , section 2001 .80(d)(2) ) so that | may read them at this time, if | so choose.

*NOT APPLICABLE TO NON-GOVERNMENT PERSONNEL SIGNING THIS AGREEMENT.

(b)(6), (b)(7)(C)

WITNESS | ACCEPTANCE

THE EXECUTION OF THIS AGREEMENT WAS WITNESSED THE UNDERSIGNED ACCEPTED THIS AGREEMENT
BY THE UNDERSIGNED. ON BEHALF OF THE UNITED STATES GOVERNMENT.

(b)(6), (b)(7)(C)

SECURITY DEBRIEFING ACKNOWLEDGEMENT

| reaffirm that the provisions of the espionage laws, other federal criminal laws and executive orders applicable to the safeguarding of classified
information have been made available to me, that | have returned all classified information in my custody; that | will not communicate or transmit
classified information to any unauthorized person or organization; that | will promptly report to the Federal Bureau of Investigation any attempt by an
unauthorized person to solicit classified information, and that | (have) Il (strike out inappropriate word or words) received a security debriefing.

SIGNATURE OF EMPLOYEE | DATE

(b)(6), (b)(7)(C)

NOTICE: The Privacy Act, 5 U.S.C. 552a, requires that federal agencies inform individ{als, at the time information is solicited from them, whether the
disclosure is mandatory or voluntary, by what authority such information is solicited, and what uses will be made of the information. You are hereby
advised that authority for soliciting your Social Security Number (SSN) is Public Law 104-134 (April 26, 1996). Your SSN will be used to identify you
precisely when it is necessary to certify that you have access to the information indicated above or to determine that your access to the information
indicated has been terminated. Furnishing your Social Security Number, as well as other data, is voluntary, but failure to do so may delay or prevent you
being granted access to classified information.
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United States Departiment of State

Bureauw of Political-Military Affairs

Washington, DC 20520-6817

September 7, 2018

Lieutenant General Michael A. Rocco

Deputy Commandant for Manpower and Reserve Aflairs
Headquarters United States Marine Corps

3280 Rugsel Road

Quantico, Virginia 22134-5103

Deputy Commandant Rocco:

T'he Department of State acknowledges receipt of your letter conveying the Secretary of the

Navy's approval of a request from _ (b)(6). (b)(7)(C)
(b)6), (K@) 1o accept civil employment with (b)(6), (b)(7)(C)
(b)(6), (D)(7)(C) Japan (b)(6), (b)(7)(C)

I'he Secretary of State approves this request under the provision of Section 908, Title 37, United
States Code, and pursuant to 22 C.I'.R. § 3a5. Please inform the applicant of this determination.

Additionally, please inform the applicant that continuing approval under the Fmoluments Clause

is contingent on the applicant fulfilling his independent obligations relating to the use of
classified materials,

Sincerely,

(b)(6), (0)(7)(C)

Marik String
Deputy Assistant Secretary
Burcau of Political-Military Affairs






FOR OFFICIAL USE ONLY — PRIVACY SENSITIVE
ANY MISUSE OR UNAUTHORIZED DISCLOSURE MAY RESULT IN CIVIL AND/OR CRIMINAL PENALTIES

DEPARTMENT OF THE NAVY
HEADQUARTERS UNITED STATES MARINE CORPS
3000 MARINE CORPS PENTAGON
WASHINGTON, OC 20350-3000

IN REPLY REFER T

5500
§80/U0571

JUL 09 2018

From: Special Security Officer, Intelligence Department
To: Deputy Commandant, Manpower and Reserve Affairs

Subj: REQUEST FOR FOREIGN CIVIL EMPLOYMENT IN CASE OF: (b)(6), (b)(7)(C)
UsMC (RETIRED)

Ref: (a) 37 USC 908 - Sec. 3908. Employment of reserves and retired members
by Foreign governments

A (b)(6), (b)(7)(C) retired in (b)®6), B)(7)(C) from the U.S5. Marine
Corps and requested permission in April 2018 under the Foreign Ownership,
Control or Influence (FOCI) program for employment as (b)(6), (b)(7)(C)

(b)(6), (0)(7)(C)

2. (b)(6) requires a FOCI approval and legal authoritv as reauired bv
reference (a), for employment with (b)(6) Japan for (b)(6)

(b)(6)

Department of Defense Consolidated Adjudications Facility (DOD CAF) will
require a new security clearance investigation and adjudication prior te
access to U.5. classified information.

3. It is my opinion that (b)6) (b)(7)(C) could be approved as (b)(6), (b)(7)(C)
(b)(6), (0)(7)(C) Japan for (b)(6), (b)(7)(C)
(b)(6), (b)(7)(C)

4., Point of contact at Headguarters, U.5. Marine Corps, Special Security

Office is or hgmc_sso@usmc.mil.
--"-'—"
(b)(6), (b)(7)(C)
Copy to:i
Files

FOR OFPICIAL USE ONLY — PRIVACY SENSITIVE
ANY MISUSE OR UNAUTHORIZED DISCLOSURE MAY RESULT IN CIVIL AND/OR CRIMIMAL PENALTIES
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(0)(5), (b)(8), (B)(7)(C)






7. What is the highest U.S. security clearance that you have held?

(b)(6), (b)(7)(C)

8. What is the highest level of classified material to which you have been granted access?

(b)(6), (0)(7)(C)

9. Have you had access to Special Access Programs?

(b)(6), (b)(7)(C)

10. Will you be working with classified information as part of your foreign employment? if yes, please
explain.

No

11. Have you ever worked on matters involving this foreign country as part of your uniformed service
duties? If yes, please explain.

(b)(6), (b)(7)(C)

12. Have you held any positions in the uniformed service that are relevant to your employment with
the foreign government? If yes, please explain.

(b)(6), (B)(7)(C)

13. Have you had access to technical data (classified, unclassified, or software) related to the design,
development, production, manufacture, etc. of defense articles? If yes, please describe ways in which
such information may be of use in your potential job. If applicable, has your employer or have you
applied for and received an export license for the defense services that you are offering?

(b)(6), (b)(7)(C)

| hereby acknowledge that | am unaware of any reason why the above described foreign employment
would be inadvisable or reflect unfavorably on the United States. | also acknowledge and understand
that my retired or retainer pay may be withheld equal to the amount received from the foreign
government if | accept employment before obtaining proper approval. | affirm that the above
questions have been reviewed carefully and answered fully and correctly to the best of my
knowledge.

(b)(6), (d)(7)(C)

Signature Date



(b)(6), (b)(7)(C)



11. These restrictions are consistent with and do not supersede, conflict with, or otherwise alter the employee obligations, rights, or
ligbilities created by Executive Order No. 13526 (75 Fed. Reg. 707), or any successor thereto section 7211 of title 5, United States
Code (goveming disclosures to Congress); section 1034 of tile 10, United States Code, as amended by the Military Whistleblower
Protection Act (goveming disclosure to Congress by members of the military); section 2302(b) (8) of tile 5, United States Code, as
amended by the Whistleblower Protection Act of 1989 (goveming disclosures of illegality, waste, fraud , abuse or public health or
safety threais); the intelligence Identities Protection Act of 1982 (50 U.S.C. 421 et seq.) (goveming disclosures that could expose
confidential Government agents); sections 7(c) and 8H of the Inspector General Act of 1978 (5 U.S.C. App.) (relating to disclosures to
an inspector general, the inspectors general of the Intelligence Community. and Congress); seclion 103H(g)(3) of the National Security
Act of 1947 (50 U.S.C. 403-3h(g)(3) (relating to disclosures to the inspector general of the Intelligence Community); sections 17(d)(5)
and 17(e)(3) of the Central Intelligence Agency Act of 1849 (50 U.S.C. 403g(d)(5) and 403qg(e)(3)) (relating to disclosures to the
Inspector General of the Central Intelligence Agency and Congress); and the siatutes which protect against disclosure that may
compromise the national security, induding sections 641, 793, 794, 798, *852 and 1924 of fitle 18, United States Code, and *section 4
(b) of the Subversive Activities Control Act of 1950 (50 U.S,C. section 783(b)). The definitions, requirements, cbligations, rights,
sanctions, and liabilities created by said Executive Order and listed statutes are incarporated into this agreement and are controlling.

12. | have read this Agreement carefully and my questions, if any, have been answered. | acknowledge that the briefing officer has
made available to me the Executive Order and statutes referenced in this agreement and its implementing regulation (32 CFR Part
2001 , section 2001 .B0(d)(2) ) so that | may read them at this time, if | so choose.

* NOT APPLICABLE TO NON-GOVERNMENT PERSONNEL SIGNING THIS AGREEMENT.
SIGNATURE | DATE | SOCIAL SECURITY NUMBER /Saa Notics balow!

(b)(6), (b)(7)(C)

ORGANIZATION (IF CONTRACTOR, LICENSEE, GRANTEE OR AGENT, PROVIDE: NAME, ADDRESS, AND, IF APPLICABLE, FEDERAL SUPPLY CODE
NUMBERY) (Type or prinf)

WITNESS ACCEPTANCE

THE EXECUTION OF THIS AGREEMENT WAS WITNESSED THE UNDERSIGNED ACCEPTED THIS AGREEMENT
BY THE UNDERSIGNED. ON BEHALF OF THE UNITED STATES GOVERNMENT.

(b)(6), (b)(7)(C)

SECURITY DEBRIEFING ACKNOWLEDGEMENT

| reaffirn that the provisions of the espionage laws, other federal criminal laws and executive orders applicable to the safeguarding of classified
information have been made available to me; that | have retumed all classified information in my custody; that | will not communicate or transmit
classified information to any unauthorized person or organization; that | will promptly report to the Federal Bureau of Investigation any attempt by an
unauthorized person to solicit classified information, and that | (lgmm®) (have nof) (strike out inappropriate word or words) received a security debriefing.

(b)(6), (b)(7)(C)

NOTICE: The Privacy Act, 5 U.5.C. 552a, requires that federal agencies inform individuals, at the time information is solicited from them, whether the
disclosure is mandatory or voluntary, by what autherty such information is solicited, and what uses will be made of the information. You are hereby
advised that authority for soliciting your Social Security Number (SSN) is Public Law 104-134 (Apri 26, 1996). Your SSN will be used o identify you
precisely when it is necessary to certify that you have access to the information indicated above or to determine that your access to the information
indicated has been terminated. Fumnishing your Social Security Number, as well as other data, is voluntary, but failure to do so may delay or prevent you
being granted access to classified information.
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(b)(6), (b)(7)(C)

(b)(6), (b)(7)(C) (b)(6), (b)(7)(C)

(b)(6), (b)(7)(C)

(b)(6), (0)(7)(C)

(b)(6), (0)(7)(C)



Nerditonatly . olease it the apphivant Bt contmanz appaos al arder e Fawlimnents O puse
= oeontiazent en e apphivam fuliilling hisindependent oblizations relatng tthe tse of

lssilial materials

Sinwerely
(b)(6), (b)(7)(C)

RoCLarke Coape: 4
Assistant Secretan
Departiment of Stade
Political Mibitars Bureeu






FOR OFFICIAL BSE ONGY — PREVACY SENSITIVE
OR UNAUTHORIZED DISCLOSURE MAY RESULT IN CIVIL AND/OR CRIMINAL PENALTIES

DEPARTMENT OF THE NAVY
HEADQUARTERS UNITED STATES MARINE CORPS
3000 MARINE CORPS PENTAGON

WASHINGTON, DC 20350-3000
It REPLY AEFER TU:

5500
I05/00709

NOV 14 2017

From: Special Security Officer, Intelligence Department
To: Deputy Commandant, Manpower and Reserve Affairs

Subj: REANRST FOR FORETGN CTVIL EMPLOYMENT IN CASE OF: (b)(6). (b)(7)(C)
(b)(6). (0)(7)(C)

Ref: (a) 37 USC 908 - Sec. 908. Employment of reserves and retired members
by Foreign governments

1. (b)(6), (b)(7)(C) from the U.S. Marine Corps and
requested permission in October 2017 under the Foreign Ownership, Control or
Tmflitanm~a IBANTY Aaranram foar amnloauvment as (h)(6), (b)(7)(C)

(b)(6), (b)(7)(C) with the United

Arab Emirates (UAE) to provide the review, development and implementation of
academic and flight training program.

2. (b)6), (b)(7)C) requires a FOCIl approval and legal authority as required by
raference {a)l. for emplovment with (b)(6), (b)(7)(C)

(b)(6), (b)(7)(C)

(b)(6), (b)(7)(C) The Department of Defense Consolidated Adjudications
Facility (DOD CAF) will require a new security clearance investigation and
adjudication prior to access to U.S. classified information.

3. It is mv opinion that (b)6), (b)(7)(C) could be approved as (b)(6), (b)(7)(C)
(b)(6). (0)(7)(C) UAE.
4. Point of contact at Headquarters, U.S. Marine Corps, Special Security
Qffice is 3r hgme ssofusmc.mil.
(b)(6). (b)(7)(C) == —
Copy to:
Files

FOR OFFICIAL USE ONLY — PRIVACY SENSITIVE
ANY MISUSE OR UNAUTHORIZED DISCLOSURE MAY RESULT IN CIVIL AND/OR CRIMINAL PENALTIES
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9. Have you had access to Special Access Programs? (b)(6), (b)(7)(C)

10. Will you be working with classified information as part of your foreign employment? if yes, please
explain. No

11. Have you ever worked on matters involving this foreign country as part of your uniformed service
duties? If yes, please explain. (b)(6), (b)(7)(C)

(b)(6), (b)(7)(C)
12. Have you held any positions in the uniformed service that are relevant to your employment with

the foreign government? If yes, please explain. (b)(8), (b)(7)(C)

(b)(6), (b)(7)(C)

13. Have you had access to technical data (classified, unclassified, or software) related to the design,
development, production, manufacture, etc. of defense articles? If yes, please describe ways in which
such information may be of use in your potential job. If applicable, has your employer or have you
applied for and received an export license for the defense services that you are offering?

(b)(6), (b)(7)(C)

| hereby acknowledge that | am unaware of any reason why the above described foreign employment
would be inadvisable or reflect unfavorably on the United States. | also acknowledge and understand
that my retired or retainer pay may be withheld equal to the amount received from the foreign
government if | accept employment hefore obtaining proper approval. | affirm that the above
questions have been reviewed carefully and answered fully and correctly to the best of my
knowledge.

(b)(6), (B)(7)(C)

Signature Date



CLASSIFIED INFORMATION NONDISCLOSURE AGREEMENT

AN AGREEMENT BETWEEN (b)(6), (b)(7)(C) AND THE UNITED STATES

(Name of Individual - Printed or typed)

1. Intending to be legally bound, | hereby accept the obligations contained in this Agreement in consideration of my being granted
access lo classified information. As used in this Agreement, classified information is marked or unmarked classified information,
including oral communications, that is classified under the standards of Executive Order 13526, or under any other Executive order or
statute that prohibits the unauthorized disclosure of information in the interest of national security; and unclassified information that
meets the standards for classification and is in the process of a classification determination as provided in sections 1.1, 1.2, 1.3 and
1.4(e) of Executive Order 13526, or under any other Executive order or statute that requires protection for such information in the
interest of national security. | understand and accept that by being granted access to classified information, special confidence and
trust shall be placed in me by the United States Government

2. | hereby acknowledge that | have received a security indoctrination concerning the nature and protection of classified information,
including the procedures to be followed in ascertaining whether other persons to whom | contemplate disclosing this information have
been approved for access to it, and that | understand these procedures.

3. | have been advised that the unauthorized disclosure, unauthorized retention, or negligent handling of classified information by me
could cause damage or irreparable injury to the United States or could be used to advantage by a foreign nation. | hereby agree that |
will never divulge classified information to anyone unless: (a) | have officially verified that the recipient has been properly authorized by
the United States Government to receive it; or (b) | have been given prior written notice of authorization from the United States
Government Department or Agency (hereinafter Department or Agency) responsible for the classification of Information or last granting
me a security clearance that such disclosure is permitted. | understand that if | am uncertain about the classification status of
information, | am required to confirm from an authorized official that the information is unclassified before | may disclose it, except to a
person as provided in (a) or (b), above. | further understand that | am obligated to comply with laws and regulations that prohibit the
unauthorized disclosure of classified information.

4. | have been advised that any breach of this Agreement may result in the termination of any security clearances | hold; removal from
any position of special confidence and trust requiring such clearances: or termination of my employment or other relationships with the
Departments or Agencies that granted my security clearance or clearances. In addition, | have been advised that any unauthorized
disclosure of classified information by me may constitute a violation, or violations, of United States criminal laws, including the
provisions of sections 641, 793, 794, 798, *952 and 1924, litle 18, United States Code; *the provisions of section 783(b}, title 50,
United States Code; and the provisions of the Intelligence Identities Protection Act of 1982, | recognize that nothing in this Agreement
constitutes a waiver by the United States of the right to prosecute me for any statutory violation.

5. | hereby assign to the United States Government all royalties, remunerations, and emoluments that have resulted, will result or may
result from any disclosure, publication, or revelation of classified information not consistent with the terms of this Agreement.

6 | understand that the United States Government may seek any remedy available to it to enforce this Agreement including, but not
limited to, applicaticn for a court order prohibiting disclosure of information in breach of this Agreement,

7 | understand that all classified information to which | have access or may obtain access by signing this Agreement is now and will
remain the property of, or under the control of the United States Government unless and until otherwise determined by an authorized
official or final ruling of a court of law. | agree that | shall return all classified materials which have, or may come into my possession or
for which | am responsible because of such access: (a) upon demand by an authorized representative of the United States
Government; {b) upon the conclusion of my employment or other relationship with the Department or Agency that last granted me a
security clearance or that provided me access to classified information; or (c) upon the conclusion of my employment or other
relationship that requires access to classified information. If | do not return such materials upon request, | understand that this may be
a violation of sections 793 and/or 1924, title 18, United States Code, a United States criminal law.

8 Unless and until | am released in writing by an authorized representative of the United States Government, | understand that all
conditicns and obligations imposed upon me by this Agreement apply during the time | am granted access to classified information,
and at all times thereafter.

9 Each provision of this Agreement is severable. If a court should find any provision of this Agreement to be unenforceable, all other
pravisions of this Agreement shall remain in full force and effect,

10. These provisions are consistent with and do not supersede, conflict with, or otherwise alter the employee obligations, rights, or
fiabilities created by existing statute or Executive order relating to (1) classified information, (2) communications to Congress, (3) the
reporting to an Inspector General of a violation of any law, rule, or regulation, or mismanagement, a gross waste of funds, an abuse of
authority, or a substantial and specific danger to public health or safety, or (4) any other whistieblower protection. The definitions,
requirements, obligations, rights, sanctions, and liabilities created by controling Executive orders and statutory provisions are
incorporated into this agreement and are controlling.

(Continue on reverse.)
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11. These restrictions are consistent with and do not supersede, conflict with, or otherwise alter the employee obligations, rights, or
liabilities created by Execulive Order No. 13526 (75 Fed. Reg 707), or any successor thereto section 7211 of title 5, United States
Code (governing disclosures to Congress); section 1034 of titie 10, United States Code, as amended by the Military Whistleblower
Protection Act (governing disclosure to Congress by members of the military); section 2302(b) (8) of titie 5, United States Cade, as
amended by the Whistleblower Protection Act of 1989 (governing disclosures of illegality, waste, fraud , abuse or public health or
safely threats), the Intelligence Identities Protection Act of 1982 (50 U.S.C. 421 et seq.) (governing disclosures that could expose
canfidential Government agents); sections 7(c) and 8H of the Inspector General Act of 1978 (5 U.S.C. App.) (relating to disclosures to
an inspector general, the inspectors general of the Intelligence Community. and Congress); section 103H(g)(3) of the National Security
Act of 1947 (50 U.S.C. 403-3h(g)(3) (relating to disclosures to the inspector general of the Intelligence Community); sections 17(d}(5)
and 17(e)(3) of the Central Intelligence Agency Act of 1949 (50 U.S.C. 403g(d)(5) and 403a(e)(3)) (relating to disclosures to the
Inspector General of the Central Intelligence Agency and Congress), and the statutes which protect against disclosure that may
compromise the national security, including sections 641, 793 794, 798, *952 and 1924 of title 18, United States Code, and *section 4
(b) of the Subversive Activities Control Act of 1950 (50 U.S.C. section 783(b)). The definitions, requirements, obligations, rights,
sanctions, and liabilities created by said Executive Order and listed statutes are incorporated into this agreement and are controiling.

12. | have read this Agreement carefully and my questions, if any, have been answered. | acknowledge that the briefing officer has
made available to me the Executive Order and statutes referenced in this agreement and its implementing regulation (32 CFR Part
2001, section 2001 .80(d)(2) ) so that | may read them at this time, if | so choose.

* NOT APPLICABLE TO NON-GOVERNMENT PERSONNEL SIGNING THIS AGREEMENT.

(b)(6), (b)(7)(C)

WITNESS | ACCEPTANCE

THE EXECUTION OF THIS AGREEMENT WAS WITNESSED THE UNDERSIGNED ACCEPTED THIS AGREEMENT
BY THE UNDERSIGNED. ON BEHALF OF THE UNITED STATES GOVERNMENT.

(b)(6), (b)(7)(C)

SECURITY DEBRIEFING ACKNOWLEDGEMENT

| reaffirm thal the provisions of the espionage laws, other federal criminal laws and executive orders applicable lo the safeguarding of classified
infermation have been made available to me; that | have returned all classified information In my custody; that | will not communicate or transmit
classified information to any unauthorized person or organizalion; that | will promptly report to the Federal Bureau of Investigation any altempt by an
unauthorized person to solicit classified information, and that | thewe) (have not) (strike out inappropriale word or words) recelved a security debrisfing.

(b)(6), (b)(7)(C)

TR NSS4l @ rrEAf M W A MRy DU A TGS GY SRS B NI VIGUEID, Gl WIS WIS R UTRauUi 15 SUNLIEY O LI, Witeer uig
disclosure Is mandatory or voluntary, by what authority such information is soliciied, and what uses will be made of the information. You are hereby
advised that authority for soliciting your Social Securlty Number (SSN) is Public Law 104-134 {April 26, 1996). Your SSN will be used to identify you
precisely when it is necessary to cerlify that you have access to the information indicated above or to determine that your access to the information
indicated has been terminated. Furnishing your Sccial Security Number, as well as other data, is voluntary, but failure to do so may delay or prevent you
being granled access to classified information,
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(b)(6), (b)(7)(C)

(b)(6), (b)(7)(C) (b)(6), (0)(7)(C)

(b)(8), (b)(7)(C)

(b)(6), (b)(7)(C)

(b)(6), (d)(7)(C)



Additionally . please inform the applicant that continuing approval under the Emoluments Clause
is contingent on the applicant tultilling his independent obligations relating to the use of
classified materials.

Sincerely.

(b)(6), (0)(7)(C)

/ R. Clarke Coopey/
Assistant Secretary






Foreign Government Employment Questionnaire

Name: (b)(6), (b)(7)(C)

Physical address: (b)(6), (b)(7)(C)
Phane; (b)(6), (b)(7)(C)

Email: (b)(8), (b)(7)(C)

Military Retirement Date (if applicable): (b)(6), (b)(7)(C)

Rank/Rate (at retirement): (b)(6), (b)(7)(C)
SSN (last four digits): (b)(8), (b)(7)(C)
Location of proposed employment: (b)(6), (b)(7)(C) VAL

1. Who is your proposed emplayer and how are they connected to a foreign government?

(b)(6), (b)(7)(C)

2. What is your proposed job title? (b)(6), (b)(7)(C)

3, What will your job duties involve? Please explain in as much detail as possible (If a job description
is avaitable, please attach), (b)(6), (0)(7)(C)

(b)(6), (0)(7)(C)

4. Will you be paid for duties performed? If yes, please provide an explanation of wages (to
include salary; housing allowance, any extra stipends, etc.) and how your level of pay will be
affected by the foreign government with which you are working (b)(6), (b)(7)(C)



(b)(6), (0)(7)(C)

5. Are you a U.S. citizenib)(6), (b)(7)(C)

6. Will you be required or are you planning to execute an oath of allegiance to the foreign government
with which you are working, alter your U.S. citizenship status, or obtain foreign citizenshipb)(6), (b)(7)(C)

7. What is the highest U.S. security clearance that you have held?  (b)(6), (b)(7)(C)

8. What is the highest level of classified material to which you have been granted access? (b)(6), (b)(7)(C)

9, Have you had access to Special Access Programs? (b)(6), (b)(7)(C)

10. Will you be working with classified information as part of your foreign employment? If yes, please
explain in as much detail as possible. Yes, (b)(6), (b)(7)(C)

(b)(6), (0)(7)(C)

11. Have you ever worked on matters involving this foreign country as part of your uniformed service
duties? If yes, please explain in as much detail as possibleb)(6), (b)(7)(C)

12. Have you held any positions in the uniformed service that are relevant to your employment with
the foreign government? If yes, please explain. (b)(8), (b)(7)(C)

(b)(6), (b)(7)(C)

The International I'ralfic in Arms Regulation (1TAR) regulates. in part. business activicy between 1) S.
persons and foreign persons pertaining to defense articles. technical data, and defense services that
conlain controlled U.S, military technalogy (including UL.S, military operational and ractical expertise)
and are designated on the United States Munitions List (USML), The Department of State. Directorate of



Defense Trade Controls (DDTC) administers the ITAR. While applicants should refer to the [TAR for
the full regulatory meaning ol relevant terms, the following —in some cases. abbreviated —definitions are
provided to assist you in evaliating the need for DDTC anthorization:

“Defense vervice” (ITAR §1209) means:

() The furnishing of assistance (including raining) to foreign persons, whether in the United
States o abroad in the design. development, engineering, manufacture. production, assembly, festing.
repair. maintenance. nodilication. operation. demilitarization. destriction, processing or tse ol
defense articles:

(b The furmishing to foreign persons o any controlled vechmical data whether in the United Sates
or abroad: or

(v) Military training of foreign units and forees. regular amd irregular, including formal or
sformal instruetion of foreign persons in the United States or abroad or by correspondence courses.
technical, educational. or information publications and media of all Kinds, waining aid. orientation.
training exercise. and militars advice.

Defense article” (TAR $120.6) means any iten or lechnical dat desigminted i the United Siates
Nunitions Dist (USMIE ) The CSMI s Tound in FUAR € 1211, Defense artiche includes techniceanl
data recorded or stoved imvany physical forme medels. mockups or other items that reveal technical
dhta directly relaring to ttems designated in the USMI L The term does not include basic marketing
Ifarmation o function or purpose or general systenn desceiptions

“dechmcal dard™ (NTAR 1200 10) means:

{20) ITnformation. other than software, which is cequired for the design, development. prodoctivi,
v facture. assembly, oparation. repair, testing. matniemmee or madification of delense articles,
neliding infornration in te Torm of blueprints. deawings. photographs. plans, instructions or
documentation:

() Classificd information relating o defense aticles amd defense services an the LSMI: il

(o) Software dircetly related to defense wnicles,

Note: | he delinftion does pot mchude commondy Lioght imlormation concerning seneral seientilic.
muthematical. or engineering principles. nor does it inelude basic nurcketimg inforniton on funetion
or purpose or seneril svstem deseriptions.

13. If you believe you are, or might be, providing a defense service or brokering, have you or your
employer applied for and/or received an export license, or other form of authorization from the
Department of State, Directorate of Defense Trade Controls (DDTC)?' i your answer is no, you will
need to further investigate and work with your employer to get the correct DDTC authorization in
place before you start any ITAR-controlled activities as part of your employment.”

(b)(6), (0)(7)(C)



14, Did you receive a debriefing upon retiring from the uniformed service? If so, did you complete an
SF-312, Classified Information Nondisclosure agreement? (b)(6), (b)(7)(C)

| hereby acknowledge that | am unaware of any reason why the above described foreign employment
would be inadvisable or reflect unfavorably on the United States. | also acknowledge and understand
that my retired or retainer pay may be withheld equal to the amount received from the foreign
government if | accept employment before obtaining proper approval. | affirm that the above
questions have been reviewed carefully and answered fully and correctly to the bestof my
knowledge.

(b)(6), (0)(7)(C)

Signaturel R Date

The International Traffic in Arms Regulation (ITAR) regulates. in part. business activity between LS.
persons and [oreign persoms pertaining to defense articles. technical duta. and defense services that
contain controlled U8, military technology (including U.S. military operational and tactical expertise)
and are designated on the Linited States Munitions List (USML). The Department ol State. Directorate of
Detense I'vade Controls (DDTC) administers the ITAR. While applicants should refer to the ITAR for
the full regulatory meaning of relevint teems. the (ollowing— in some cases. abbrey iated—definitions are
provided w assist vou in cvaluating the need for DDTC nuthorization:

“Defense service” (ITAR §120.9) means:

(a) The furnishing of assistance (inclnding training) to foreign persons. whether in the United
Stares or abroad in the design. development. engineering. manufacture. production. assembly., testing.
repair, maintenance. modilication. operation, demilitarization. destruction, processing or use off
defense articles:

(b) The furnishing to foreign persons af any controlled technical data whether in the United States
or gbroad: or

(¢} Military training of toreign units and forces. vepular and irregular, meluding formal or
informal instruction of forcign persons in the United States or abroad or by correspondence courses,
technical, educational. or information publications and media of all kinds, training sid. orientation.
training exercise. and military advice.

“Detense article” (ITAR §120.6) means any item or technical data designated in the Unired Staies
Munitions List (USML) The USML is found in ITAR § 121, 1. Defense article includes technical
data recorded or stored in any physical fonn. models. mockups or other items that reveal technical
data directly relating to items designated in the USML. The term does not include basic marketing
information on function or purpose or general systen descriptions.

“Technical dared”™ (ITAR $120.10) means:
(a) Information, other than soltware. which is required for the design. development, production,
manufacture, assembly. operation. repair. testing, mainienance or modification of defense articles.







CLASSIFIED INFORMATION NONDISCLOSURE AGREEMENT

ﬁ\l AGREEMENT BETWEEN (b)(6), (b)(7)(C) AND THE UNI'IlE_D 5T5‘_FE§

(Name of Individual - Pninted ar typed)

1 Intending to be 'egally bound, | hereby accepl the abligations contained in ths Agreement in consideration of my oeing granted
access to classified nformaton As used in this Agreement, classified information 15 marked or unmarked classified information
neluding oral communications hat s classified under the standards of Executive Order 13528 or under any other Execulive crder or
stalute thal prohibits he unauthorized disclosure of nformation in the interest of natonal secunly, and unciassified information thal
meets the slandards for classfication and is in ‘he piocess of a classification delermmnalion as provided i sectons 11, 12 * 3 and
1 4(8) of Exequtive Order 13526 or under any olher Execulive order or statute thal requires protectien for such infarmalion in the
nterest of natonal secunty | understand and acceplt thal by beng granted access lo classified informalicn. special confdence and
trusl shall be plazed in me by he Uniled States Government

2 | heraby acknowledge thal | have received @ securly indoctrnalion concerning the naire and protection of @assified informatian
including Ihe procedures to te followed in ascertain ng whether other persons to whom | conlempiate disciosing (hus informalian have
been approved for access to it and thal | understand these procedures

3 | have been aduised thal the unautharzed disciosure unauthonzed retention. o neghgent handling of classified information by me
could cause damage or irreparahle injury to the Uniteo States or could be used to advanlage by a fareigr ralion | nereby agree that |
will never divufge c assified information to anyone unless (a) | have officially vertied that the recipien! has been properly authonzed by
the United States Governmenl to recewve it or (91 | have been gwen pror wrilten notice of authorization frum the United States
Governmenl Departmens or Agency (hereinafier Dapartimenl or Agency) responsible for the classiication of nfarmation or last grantng
me a securily ¢learance thal such disclosure 1s permitted | understand thal (f | am uncertain aboul the classification status of
wformatan |+ am ragqured to confifm fram an autherzed official thal the information s unclassihed before | may disclose il excepl to a
person as provided in (a) or (b} above | furiher Lndsrstand that | am obligated to comply wth laws and regulatons that prokibit the
unauthonzed disclosure of classied information

4 | nave heen advised that any breach of this Agreement may resLlt n the fermination of any secunly clearances | hold removal from
any posilion of special confidence and trust reguinng such clearances. or ternunation of my employment or other relationships will” the
Departments or Agencies thal granted my secunty clearance or cearances In addition, | nave bean adyised that any unaulhonzed
disclosure of cassified information by me may cansttute a yiolalion o violations, of Uniled Stales cominal laws including the
pravisiors of sectons 641 793 794 798 'D5Z and 1924 Hie 18 United Slales Code “the provisions ¢f section 7B3in] ilie 50
United Stales Code and the provisions af the Iniefligence tdentiies Protecton Acl of 1982 | recagnize thal notiing in 1his Agrzement
conslitules a wawei by the Upied States of the (ghl (o presecule me for any statutory violalion

5 I hereby assign tothe United States Government al royalties remunerations and emolumants thal have resulled, will result or may
result from any disclosure. publication, or revelation of classifed mformation not consistent with the terms of Inis Agreerment

6 | understand Wial the Uniled States Government may seek any remedy available to it lo enforce this Agreemenl including, but not
imited 1o, apphcahon for a coutl arder prohibiting disclosure of miormation in treash of this Agreement

{ | undeisland that all classified nigrmation to which | have accass or may abtain access by signing ths Agreement is now and will
reman the property of. or under the control of the United States Government unfess and unbl othermse determined by an aulhenzed
official or ina! raling of a court of law | agree tha: | shall return all classiied materals which have or may come 1Nl my possession ol
far which | am responsible because of such apcess. (a) upan demand by an authonized repraseniztive of the United Stales
Gavernment (b| upan the conclusion of my employment or other relathonship with the Department or Agency that last granted me a
secunty cleajance or lhat provided me access fo classifiea infarmation, or (¢} upon the sonclusion of my employment or other
relationship thal requires aceess lo classified information If 1 do not return such matenals upen request | understand that inis may be
g violation of sections 793 and/or 1924, title 18 United Siates Code, a United Slales cniminal law

8 Unless and unll [ am released in wriling by an authorized representalive of the Uniled States Gavernmenl, | undersland that all
conditions and obligatons imposed upon me by this Agreement apply during the time | am granled access to classified infoimation
and at all imes theraaflter

9 Each provision of th's Agreement 1s severable If a court should find any prowision of this Agreemen! lo be unenfarceable all ather
provisions of this Agreamenl shall remarn in full force ard effect

10 Thesa provisions are consislent with and do not supersede. conflict with, or otherwise alter the emplayee obligations, rights, of
liaby lities created by existng siatuse or Executive order relating to [1) classified information, (2) communications te Cengress, (3] the
reporting 1o an Inspactor Gene-al of a violation of any ‘aw rule or regulaton or mismanagement a gross waste of funds an abuse of
authorily or & substantial and specific danger lo public heallh or safety or (4) any olher whistleblower protection The defintons
raquirements. obligations, nghts, sanctions ard nabiltes created by controling Execulive orders and stalutory provisions are
incorporated nto this agreemenl and are controlling.
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11 These restrictions are consistent with ano do nol supersede, canflct wih. or otrerwise aller the employes obigations nghts, or
[iabliities created by Executve Order No 13526 (75 Fed Reg. 7071 or any successer thessta saction 7211 of tile 5 United States
Code (gaverning disclosures to Congress); secbon 1034 of title 10, Unted States Code, as amended by the Mtary Whistebiower
Protection Act (governing disclosure to Congress by members of the miitary), section 2302(k) (8) of title 5. United Stales Code as
amended by the Whistleblower Protection Act of 1989 (governing disclosures of llegally wasle fraud | abuse or public health or
safety threats). the Intelligence Identiies Protection Act of 1982 (580 US C 421 et seq ) (governing disclosures thal coud expose
confidential Government agenrts) sectons 7(c) and BH of the Inspectar General Act of 1878 (5 U S.C, App ) ('eiating fo disclasures to
an inspeclor general the inspecto's general of the Intelligence Community and Congress) section 103H(g)(3: of the National Security
Actof 1847 (50 U S C 403-3h(gl(3) (relating lo disclosures to the inspeclor general of the Inte igence Community). seclions 17(d); 5)
and 17(e)(3) of the Central Intellgence Agency Act of 1949 (50 U S C 403g(d)(5) and 403qg(e)(3)) (relakng to disclosures fo the
Inspector Gereral of the Central Inleligence Agency and Congress) and ihe Statutes which protect against disclosure that may
compromise the natonal secunly including sections 641, 793, 794 798, *952 and 1924 of utle 18, Uniled States Code, and *saction 4
(b) of the Subversive Actvites Control Act of 1950 (50 U S C section 783(b)}. The defnitions requramants obligations, rights,
sanclions and liabilities created by said Executive Order and lisled statutes are incorporaten into th s agreement and are confralling

12 | have read ihis Agresment carefully and my questions, If ary, have been answerad, | acknowledge thal the brefing officar has
made availlable to me the Executive Order and slawtes referenced in this agreement and its implementing iegulation (32 CFR Part
2001 secton 2C01 80(d)(2) ) so that | may read them at this time, if | so choose

NOTAPPLICABLE TO NOMN. GOVERNMENT PERSONNEL SIGNING THIS AGREEMENT

CIRNATIIDE = = TraTe T e AT AT T

(b)(6), (b)(7)(C)

&

WITNESS ACCEPTANCE

THE EXECUTION OF THIS AGREEMENT WAS WITNESSED THE UNDERSIGNED ACCEPTED THIS AGREEMENT

av TUE HIMMED W RES— AMOEUALE A TUCIHIMITER STATES AAUVEDAMRMERT

(b)(6). (b)(7)(C)

SECURITY DEBRIEFING ACKNOWLEDGEMENT

| reaffirm that ihe prowsions of the espionage laws other federal crminal laws and execulive orders apphicabie to the safeguarding of classified
nformation have been made available lo me: that | have relurned all classifed information in my custody that | will nol communicale or transmit
classified information to any unauthorized person or organization, thal | will gromplly report to \he Federal Bureau of invesligation any atiempl by an
unauthorized person to sokcit class fied infarmation. and thal | (nave) (have nolj (slnke oul inappropnale word or words) receved a secunly debnefing

(b)(6), (b)(7)(C)

disclogure is mandatory or voluntary by what authanly such informetion is so0 cted. and whal uses wil made of the informaticn You are hereby
avized that aulhoilly for soiciting your Social Secunty Number (SSN) 1s Putiic Law 108-134 (Aprit 26, 1896) Your SSN will be used fo dentify you
precisely when it is necessary lo certify tha! you have access 1o the information indicaled above or o determine that your access lo the information
indicated has been lerminated Fumishing yuur Soclal Securily Numper, a5 well @s ather dala, 15 volunlary, bul failure to do so may delay or prevent you
being granted access to class fied information

NUIIGE [he Privacy Acl 5 U 5.C 552a requires Ihal federzl agencies inform immmi%y al the time | ation is solicited from them whelher the
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FOROFFICTAL USE ONEY — PRIVACY SENSITIVE
ANY MISUSE OR UNAUTHORIEZED DISCLOSURE MAY RESULT IN CIVIL AND/OR CRIMINAL PENALTIES

SRS |ipktEE

DEPARTMENT OF THE NAVY

WASHINGON, CT 20250-3000

5500
550/01225
SEP 2 3 2020

From: Senior Intelligence Officer, Intelligence Division

To: Deputy Ceommandant, Manpower and Reserve Affairs

Subj! REQUEST FOR FOREIGN CIVIL EMPLOYMENT IN CASE DE: (b)(6), (b)(7)(C)

usMC (RETIRED)
Ref; {a) 37 USC 90B - Sec. 908. Employment of reserves and retired members
oy Foreign governments
1- (b)(6), (b)(7)(C) zetirted in (b)(®6), B)(7)(C) from the U.S.

Marine Corps and requested permission in Eebruary 2020 under the Foreign
Ownercshio, Control oc Influence (FOCI) prodram for employment with  (b)(6), (b)(7)(C)

(b)(6), (b)(7)(C) wWwithin tre United Arab Emirates.
s (b)(6), (b)(7)(C) requires a FOCI approval and legal
authority as required by rsference (a3), for employmerc with (b)(6), (b)(7)(C)

(b)(6), (b)(7)(C)

(b)(6), (b)(7)(C) The Department of
Defense Caonsolidated Adjudications Facility (DOD CAF) will require a new
security clearance investigation and adjudication pricr to access to U.S.
classifiled information.

Lad

It is my opinion that (b)(6), (b)(7)(C) could be aoproved awm)(e), (b)(7)(C)
(b)(6), (0)(7)(C)

4, Point of contact at Headguarters, U.S. Marine Corps, Special Security
affice is hgme _ssolusmc,mil,

(b)(6), (B)(7)(C)

Cooy Lo:
Files

FOROFFICIAL USE-ONLY — PRIVACY SENSITIVE
ANY MISUSE OR UNAUTHORIZED DISCLOSURE MAY RESULT IN CIVIL AND/OR CRIMINAL PENALTIES


michael.l.peters3
Cross-Out

michael.l.peters3
Cross-Out


3% Sl 'Rm ok
Quantico. VA 22134

Sultject: Request for Approval (0 Accept Foreign (ﬁw&nﬁ:’ml&ﬂﬁ@ﬂﬂw
1o Wham It May Coneern.

Sineerely.
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Foreign Government Employment Questionnaire

Name: (b)(6), (b)(7)(C)
Physical address {include mailing if different): (b)(8), (b)(7)(C)
Phone
: (b)(6), (b)(7)(C)
Email;

Military Retirement Date (if applicable): (b)(8), (b)(7)(C)
Rank/Rate (at retirement): (b)(6), (b)(7)(C)
SSN (last four digits): (b)(6), (b)(7)(C)

Location of proposed employment: (b)(6), (b)(7)(C)

1. Who is your proposed employer and how are they connected to a foreign government?

(b)(6), (b)(7)(C)

2. What is your proposed job title?
(b)(6), (b)(7)(C)
3. What will your job duties involve? Please explain in as much detail as possible (If a job description

is available, please attach).

(b)(6), (b)(7)(C)

4. Will you be paid for duties performed? If yes, please provide an explanation of wages (to include
salary; housing allowance, any extra stipends, etc.) and how your level of pay will be affected by the
foreign government with which you are working.

(b)(6), (b)(7)(C)

5. Are you a U.S. citizen? (b)(6), (b)(7)(C)



6. Will you be required or are you planning to execute an oath of allegiance to the foreign government
with which you are working, alter your U.S. citizenship status, or obtain foreign citizenship? (v)(6), (b)(7)(C)

7. What is the highest U.S. security clearance that you have held?  ()6), (0)(7)(C)

8. What is the highest level of classified material to which you have been granted access? (), (0)(7)(C)

9. Have you had access to Special Access Programs? (1)(6), (b)(7)(C)

10. Will you be working with classified information as part of your foreign employment? If yes, please
explain in as much detail as possible. Yes (b)(6), (b)(7)(C)

11. Have you ever worked on matters involving this foreign country as part of your uniformed service
duties? If yes, please explain in as much detail as possible. (b)(6), (b)(7)(C)

(b)(6), (b)(7)(C)

12. Have you held any positions in the uniformed service that are relevant to your employment with
the foreign government? If yes, please explain. (b)(6), (b)(7)(C)

(b)(6), (b)(7)(C)

13. If you believe you are, or might be, providing a defense service or brokering, have you or your
employer applied for and/or received an export license, or other form of authorization from the
Department of State, Directorate of Defense Trade Controls (DDTC)? If your answer is no, you will
need to further investigate and work with your employer to get the correct DDTC authorization in
place before you start any ITAR-controlled activities as part of your employment.” (b)(6), (b)(7)(C)

14, Did you receive a debriefing upon retiring from the uniformed service? If so, did you complete an
SF-312, Classified Information Nondisclosure agreement?  (b)(6), (b)(7)(C)



| hereby acknowledge that | am unaware of any reason why the above described foreign employment
would be inadvisable or reflect unfavorably on the United States. | also acknowledge and understand
that my retired or retainer pay may be withheld equal to the amount received from the foreign
government if | accept employment before obtaining proper approval. | affirm that the above
questions have been reviewed carefully and answered fully and correctly to the best of my
knowledge.

(b)(6). (b)(7)(C)

Signature Date

' The Intemational Traffic in Arms Regulation (ITAR) regulates, in part, business activity between U.S.
persons and foreign persons pertaining to defense articles, technical data, and defense services that
contain controlled U.S. military technology (including U.S. military operational and tactical expertise)
and are designated on the United States Munitions List (USML). The Department of State, Directorate of
Defense Trade Controls (DDTC) administers the ITAR. While applicants should refer to the ITAR for
the full regulatory meaning of relevant terms, the following in some cases, abbreviated definitions are
provided to assist you in evaluating the need for DDTC authorization:

“Defense service” (ITAR §120.9) means:

(a) The furnishing of assistance (including training) to foreign persons, whether in the United
States or abroad in the design, development, engineering, manufacture, production, assembly, testing,
repair, maintenance, modification, operation, demilitarization, destruction, processing or use of
defense articles;

(b) The furnishing to foreign persons of any controlled technical data whether in the United States
or abroad; or

(c) Military training of foreign units and forces, regular and irregular, including formal or
informal instruction of foreign persons in the United States or abroad or by correspondence courses,
technical, educational, or information publications and media of all kinds, training aid, orientation,
training exercise, and military advice.

“Defense article” (ITAR §120.6) means any item or technical data designated in the United States
Munitions List (USML). The USML is found in ITAR § 121.1. Defense article includes technical
data recorded or stored in any physical form, models, mockups or other items that reveal technical
data directly relating to items designated in the USML. The term does not include basic marketing
information on function or purpose or general system descriptions.

“Technical data” (ITAR §120.10) means:






CLASSIFIED INFORMATION NONDISCLOSURE AGREEMENT

AN AGREEMENT BETWEEN (b)(8), (b)(7)(C) AND THE UNITED STATES

(Name of Individual - Printed or typed)

1. Intending to be legally bound, | hereby accept the obligations contained in this Agreement in consideration of my bsing granted
access to classified information. As used in this Agreement, classified information is marked or unmarked classified information,
including oral communications, that is classified under the standards of Executive Order 13526, or under any other Executive order or
statute that prohibits the unauthorized disclosure of information in the interest of national security; and unclassified information that
mests the standards for classification and is in the process of a classification determination as provided in sections 1.1, 1.2, 1.3 and
1.4(e) of Executive Order 13526, or under any other Executive order or statute that requires protection for such information in the
interest of national securily. [ understand and accept that by being granted access to classified information, special confidence and
trust shall be placed in me by the United States Government,

2. | hereby acknowledge that | have received a security indoctrination concerning the nature and protection of classified information,
including the procedures to be followed in ascertaining whether other persons to whom | contemplate disclosing this information have
been approved for access to it, and that | understand these procedures.

3. I have been advised that the unauthorized disclosure, unauthorized retention, or negligent handling of classified information by me
could cause damage or irreparable injury to the United States or could be used to advantage by a foreign nation. | hereby agree that |
will never divulge classified information ta anyone unless: (a) | have officially verified that the recipient has been propery authorized by
the United States Government to receive it; or (b) | have been given prior wrilten notice of authorization from the United States
Government Department or Agency (hereinafter Department or Agency) responsible for the classification of information or last granting
me a security clearance that such disclosure is permitted. | understand that if | am uncertain about the classification status of
information, | am required to confirm from an authorized official that the information is unclassified before | may disclose it, exceptto a
person as provided in (a) or (b), above. | further understand that | am obligated to comply with laws and regulations that prohibit the
unauthorized disclosure of classified information.

4. I have been advised that any breach of this Agreement may resuit in the termination of any securily clearances | hold; remaval from
any pasition of special confidence and trust requiring such clearances; or termination of my employment or other relationships with the
Departments or Agencies that granted my security clearance or clearances. In addition, | have been advised that any unauthorized
disclosure of classified information by me may constitute a violation, or violations, of United States criminal laws, including the
provisions of sections 641, 793, 794, 798, "952 and 1924, title 18, United States Code; *the provisions of saction 783(b}, title 50,
United States Code; and the provisions of the intefligence Identities Protection Act of 1982. | recognize that nothing in this Agreement
constitutes a waiver by the United States of the right lo prosecute me for any statutory violation.

§. 1 hereby assign to the United States Government all royalties, remunerations, and emoluments that have resulted, will result or may
result from any disclosure, publication, or revelation of classified information not consistent with the terms of this Agreement

6. | understand that the United States Government may seek any remedy available to it to enforce this Agreement including, but not
limited to, application for a court order prohibiting disclosure of information in breach of this Agreemaent.

7. tunderstand that all classified information to which | have access or may obtain access by signing this Agreement is now and will
remain the property of, or under the control of the United States Government unless and until otherwise determined by an authorized
official or final ruling of a court of law. | agree that | shall return all classified materials which have, or may come into my possession or
for which | am responsible because of such access: (a) upon demand by an authorized representative of the United States
Governmant; {b) upon the conclusion of my employmant or other relationship with the Department or Agency that last granted me a
security clearance or that provided me access to classified information; or (c) upon the canclusion of my employment or other
relationship that requires access to classified information. If | do not return such materials upon request, | understand that this may be
a violation of sections 793 and/or 1924, title 18, United States Code, a United Stales criminal law.

8. Unless and until | am released in writing by an authorized reprasentative of the United States Government, | understand that all
conditions and obligations imposed upon me by this Agreement apply during the time | am granted access to classified infarmation,
and at all times thereafter.

9. Each provision of this Agreement is severable. If a court should find any provision of this Agreement to be unenforceable, all other
provisions of this Agreement shall remain in full force and effect.

10. These provisions are consistent with and do not supersede, conflict with, or otherwise alter the employee obligations, rights, or
liabilities created by existing statute or Executive order relating to (1) classified information, (2) communications to Congress, (3) the
reporting to an Inspector General of a vialation of any law, rule, or regulation, or mismanagement, a gross waste of funds, an abuse of
authority, or a substantial and specific danger to public health or safely, or (4) any other whistieblower protection. The definitions,
requirements, abligations, rights, sanctions, and liabilities created by controlling Executive orders and statutory provisions are
incorporated Into this agreemant and are controlling.
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11. These restrictions are consistent with and do not supersede, conflict with, or otherwise alter the employee obligations, rights, or
liabilties created by Executive Order Na 13526 (75 Fad. Reg 707), or any successor thereto section 7211 of title 5 United States
Caode (governing disclosures to Congress); section 1034 of ttle 10, United States Code, as amended by the Military Whistleblower
Protection Act (governing disclosure to Congress by members of the military); section 2302(b) (8) of title 5, United States Code, as
amended by the Whistleblower Protection Act of 1989 (governing disclosures of illegalily, waste, fraud , abuse or public heaith or
salety threats); the Intelligence identities Protection Act of 1882 (50 US C 421 el seq) (governing disclosures that could expose
confidential Government agants); sections 7(c) and 8H of the Inspector General Act of 1978 (5 U.S.C. App.) (relaling to disclosures {o
an inspector general, the inspectors general of the Intelligence Community. and Congress); section 103H(g)(3) of the National Security
Act of 1947 (50 U.S.C. 403-3h(g)(3) (relabng to disclosures lo the inspector general of the Intelligence Community); seclions 17(d)(5)
and 17(e)(3) of the Central Intelligence Agency Act of 1949 (50 U.S C. 403g(d)(5) and 403q(e){3)) (reiating to disclosuras to tha
Inspector General of the Central Intelligence Agancy and Congress); and the statutes which pratect against disclosure that may
compromise the national security, including sections 841, 793, 794, 798, 952 and 1924 ol title 18, United States Code, and *section 4
(b) of the Subversive Activities Control Act of 1950 (50 U.S.C section 783(b)). The definitons, requirements, obligations, rights,
sanctions, and liabilities created by said Executive Order and listed statules are incorporated inlo this agreement and are confroliing

12, | have read this Agreement carefully and my questions, if any, have been answered. | acknowledge that the brieling officer has
made available to me the Executive Order and statutes referenced in Ihis agreement and is implementing regulation (32 CFR Part
2001 , section 2001 ,80(d)(2) ) so that | may read them at this time, if | so choosa,

* NOT APPLICABLE TO NON-GOVERNMENT PERSONNEL SIGNING THIS AGREEMENT

(b)(6), (b)(7)(C)

WITNESS I ACCEPTANCE
THE EXECUTION OF THIS AGREEMENT WAS WITNESSED THE UNDERSIGNED ACCEPTED THIS AGREEMENT
BY THE UNDERSIGNED. ON BEHALF OF THE UNITED STATES GOVERNMENT.

(b)(6), (b)(7)(C)

SECURITY DEBRIEFING ACKNOWLEDGEMENT

| reaffirm that \he provisions of the esplonage laws other federal criminal laws and executive orders applicable to the safeguarding of classified
informafion have been made avaliable o me, thal | have relurned sii classified Infarmation in my custody: that | will nol communicate or transmit
classified information to any unauthorized person or organization that | will promptly raport to the Federal Bureau of Invesligation any altemplt by an
unauthorized person to solicil classified informalion, and that | (have) (have not} (strike out inappropriate word or words) received a securily debriefing

(b)(6). (B)(7)(C)

NOTICE: Tha Pglvacy Act. 5 U S.C 552a, raquires that federal agancies inlormwals. at tha lime Information is solicited from them, whethar the
disclosure is mandalory or veluntary, by what authorily such Information is sol . and whal uses will be made of the Information. You ars hersby
advised that authority for soliciting your Sacial Security Numbar (S5N) Is Public Law 104-134 (Apnl 26, 1996). Your SSN will be used to identify you
precisaly when it |s necassary to cardify that you have sccess fo the information indlcated abova or to delermine that your access ta tha Information
indicated has been lerminated Furnishing your Social Securily Number, as well as other data, Is voluntary, but failure 1o do 50 may delay or prevent you
being grantad access to classified informallan.
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